
 
COMMISSIONERS COURT AGENDA 

Tuesday, April 1, 2025 

9:30 a.m. 
 

 

 

 

 

 

Striving for Excellence 

 
COMMISSIONERS COURT 

Neal Franklin, County Judge  

Commissioner Christina Drewry, Precinct 1 

Commissioner John Moore, Precinct 2 

Commissioner J Scott Herod, Precinct 3 

Commissioner Ralph Caraway Sr, Precinct 4 



 
 

COUNTY OF SMITH 
COMMISSIONERS COURT 

200 E. Ferguson, Suite 100 

Tyler, Texas 75702 
 

Phone: (903) 590-4605 Fax: (903) 590-4615 
 

Pursuant to Chapter 551 of the Texas Government Code, this notice is to advise that a regular 

meeting of the Smith County Commissioners Court will be held at 9:30 a.m. on Tuesday, 

April 1, 2025, in the Smith County Commissioners Courtroom on the 1st floor of the Smith 

County Courthouse Annex, 200 E. Ferguson, Tyler, Texas. 

 

Questions regarding this agenda should be directed to Commissioners Court Administrative 

Assistant at 903-590-4605. The agenda is available on the County's website 

(http://www.smith-county.com). 
 

 
 

CALL TO ORDER 

DECLARE A QUORUM PRESENT 

DECLARE LEGAL NOTICES POSTED AND COURT DULY CALLED 

INVOCATION 

PLEDGE OF ALLEGIANCE 

 
 

PUBLIC COMMENT: Members of the public who have previously filled out a 

participation form have an opportunity to address the Commissioners Court on agenda items. 

The Court is unable to deliberate on non-agenda items. If you desire to request a matter on a 

future agenda, you may make the request to a member of Commissioners Court. Individual 

comments are limited to a maximum of three (3) minutes. If you wish to address the Court, 

obtain a public participation form at the Commissioners Court entryway and submit the 

completed form to a staff member before the meeting begins. Please be mindful of the 

Commissioners Court Rules of Procedure, Conduct and Decorum when making your 

comments and/or attending public meetings. 

 

 

 

 

 

http://www.smith-county.com/


 

OPEN SESSION: 

 

RESOLUTIONS  

 

1. Consider and take necessary action to adopt a resolution proclaiming April 2025, as 

"Sexual Assault Awareness Month" in Smith County. 

 

PRESENTATIONS 

 

2. Receive presentation from David Quin, Program Manager with Texas Conference of Urban 

Counties, Public Power Pool ("P3") regarding new procurement proposal and rate 

projections. 

 

COURT ORDERS 

 

EMERGENCY MANAGEMENT 

 

3. Consider and take necessary action to award a contract for 15-25 Multi-Jurisdictional 

Mitigation Action Plan and authorize the county judge to sign all related documentation. 

 

ROAD AND BRIDGE  

 

4. Consider and take necessary action to accept the completion of the construction contract for 

Road Improvements to CR 129, authorize the county judge to execute the Reconciliation 

Change Order, and authorize final payment to Texana Land & Asphalt, Inc. 

 

TAX OFFICE 

 

5. Consider and take necessary action to approve tax refunds in excess of $2,500, pursuant to 

Texas Tax Code 31.11, and authorize the county judge to sign all related documentation.  

 

INFORMATION TECHNOLOGY 

 

6. Consider and take necessary action to approve the Smith County Information Technology 

Security and Acceptable Use Policy and authorize the county judge to sign all related 

documentation.   

 

COUNTY CLERK 

 

7. Consider and take necessary action to approve the County Clerk's Deputy, one time 

exception, request to increase pay by $6,154 based on the level of experience. 

 

SHERIFF’S OFFICE  

 

8. Consider and take necessary action to award a contract for inmate food services program 

and the discretionary exemption in accordance with Texas Local Government Code, § 

262.024(a)(8) and authorize the county judge to sign all related documentation. 

 

 

 



241ST DISTRICT COURT 

 

9. Consider and take necessary action to approve contracts for legal services for indigent 

criminal defendants for John Jarvis, 241st District Court pursuant to the Texas Code of 

Criminal Procedure, Article 26.04. 

 

RECURRING BUSINESS 

 

ROAD AND BRIDGE 

 

10. Consider and take necessary action to authorize the county judge to sign the: 

 

a. Final Plat for the Stottern Addition, Precinct 3, and 

b. Re-Plat for the Cumberland Ridge Subdivision, Unit 5, Precinct 1. 

 

11. Receive pipe and/or utility line installation request (notice only): 

 

a. County Road 184, Atmos Energy Corporation, install culvert, Precinct 1, 

b. County Road 217, Charter-Spectrum, install aerial fiber optic cable, underground 

conduits, vaults and pedestals, Precinct 3, 

c. County Road 21, 233 and 234, Charter-Spectrum, install underground fiber optic cable, 

vaults and pedestals, Precinct 3, 

d. County Road 245 N, 3111 N, 3112 N, 3185 N, 3200 and 3207, Charter-Spectrum, install 

underground fiber optic cable, vaults and pedestals, Precinct 3, 

e. County Road 236, 246, 26, 2305, 235, 233, 234, Charter-Spectrum, install underground 

fiber optic cable, vaults and pedestals, Precinct 3, 

f. County Road 246, 244, 26, 3211, 3199, 217 and 29, Charter-Spectrum, install 

underground fiber optic cable, vaults and pedestals, Precinct 3, and 

g. County Road 178, Lawley Contracting LLC, install underground fiber optic cable with 

pedestal, Precinct 1. 

 

AUDITOR'S OFFICE 

 

12. Consider and take necessary action to approve and/or ratify payment of accounts, bills, 

payroll, transfer of funds, amendments, and health claims. 

 

SHERIFF’S OFFICE 

 

13. Receive report on status of Smith County jail operations, inmate population, employee 

overtime, and employee vacancies. 

 

 

EXECUTIVE SESSION: For purposes permitted by Texas Government Code, Chapter 551, entitled Open 

Meetings, Sections 55 l.071, 55 l.072, 551.073, 551.074, 551.0745, 551.075, and 551.076. The Commissioners 

Court reserves the right to exercise its discretion and may convene in executive session as authorized by the 

Texas Government Code, Section 551.071, et seq., on any of the items listed on its formal or briefing agendas. 

 

SECTION 551.071 – CONSULTATION WITH ATTORNEY 

 

14. Deliberation and consultation with attorney regarding pending or contemplated 

litigation in Texas Associations of Counties, Law Enforcement Claim Number 

LE20242007-1. 



OPEN SESSION: 

 

15. Consider and take necessary action to approve a waiver pursuant to Texas Disciplinary 

Rules of Professional Conduct, 1.06.       
 

 

ADJOURN 

 

SMITH COUNTY COURTHOUSE ANNEX ACCESSIBILTY STATEMENT FOR 

DISABLED PERSONS This meeting site is accessible to disabled persons as follows: Entrance to the 

Courthouse Annex is accessible through the front entrance on the south side of the Courthouse Annex located at 200 

E. Ferguson. A wheelchair ramp provides access to the front entrance. The Commissioners Courtroom is on the first 

floor. If any special assistance or accommodations are needed in order to attend a Commissioners Court meeting, 

please contact Commissioners Court staff at 903-590-4605, in advance, so accommodations can be arranged. 

 

 

Date: 3/28/2025  Time: 2:00 p  
 

 

Posted By: Jennafer Bell  
 

NEAL FRANKLIN, COUNTY JUDGE 
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SMITH COUNTY COMMISSIONERS COURT 
AGENDA ITEM REQUEST FORM 

Note: This is the only form required for agenda requests, with the exception of backup materials or attachments. This form should be 
completed and emailed to Agenda@smith-county.com and include any necessary attachments. Deadline is Tuesday at 5:00pm a week 
before the next scheduled Commissioners Court meeting.  Please make sure the requested agenda item has been proactively vetted 
with the appropriate reviewing individuals and obtained their signature as reviewed. Regular Court Meetings are at 9:30am on 
Tuesdays each week. 

Office Use Only         
Agenda Item # ________ 

Submission Date:   Submitted by: 
Meeting Date:   Department: 

Item Requested is:  For Action/Consideration          For Discussion/Report 

Title: 

Agenda Category:   Briefing Session 
 Court Orders                     
 Presentation               

  Recurring Business   
 Resolution 
 Executive Session 

Agenda Wording: 

Background: 

Financial and Operational Impact: 

Attachments:  Yes No Is a Budget Amendment Necessary? Yes No 

 Does Document Require Signature?   Yes No 

Return Signed Documents to the following: 
Name: Email: 
Name: Email: 
Name: Email: 
Name: Email: 

03/03/2025 Jennafer Bell

04/01/2025 Commissioner Court

Resolution - Sexual Assault Awareness Month

Consider and take necessary action to adopt a resolution proclaiming April 2025, as 
"Sexual Assault Awareness Month" in Smith County. 

Attendees from the East Texas Crisis Center: 
Nichole Henry, Executive Director 
Jeremy Flowers, Director of Coordinated Community Response 
Sherry Johnson, Director of Development 
Scotti Smothermon, Advocate Coordinator

NA

✔

✔ ✔

✔

SUBMIT



Smith County Commissioners Court 

Resolution 
At a regular meeting of the Smith County Commissioners Court held at the Smith County Courthouse Annex,  

Tyler, Texas, at which a quorum was present, the following Resolution was adopted: 

WHEREAS, each year, the month of April is dedicated to raising awareness regarding the prevalence and 
impact of sexual violence, which is widespread and affects every member of Smith County. During 2024, 
the East Texas Crisis Center provided services to 157 survivors of sexual violence in Smith County; and 
 
WHEREAS, as citizens of Smith County, we recognize that to prevent sexual violence at its roots, we 
must strive to build a respectful, inclusive and equitable community to promote our collective wellbeing 
and address risk factors of sexual violence; and 
 
WHEREAS, the East Texas Crisis Center encourages each member of Smith County to work together to 

increase awareness, challenge harmful narratives that blame survivors and use their voice to speak up 

against sexual violence; and 

 
WHEREAS, during this month of Sexual Assault Awareness, we recommit ourselves to compassionate 
understanding, holding perpetrators accountable and to standing in solidarity with every survivor of sexual 
assault no matter their race, sex or religion. 

 

NOW, THEREFORE, BE IT RESOLVED, that the Commissioners Court of the County of Smith, 
Texas, through adoption of this Resolution does hereby proclaim April 2025, as 

 

“Sexual Assault Awareness Month” 
in Smith County and encourages all residents to support the East Texas Crisis Center and to support and 

help survivors of sexual assault today and throughout the year.  

 

WITNESS OUR HANDS THIS 1st day of  April A.D. 2025 

 
 

Neal Franklin 

County Judge 

Christina Drewry                                                           

Commissioner, Precinct 1 

John Moore                                                                      

Commissioner, Precinct 2 

J Scott Herod                                                             

Commissioner, Precinct 3 

Ralph Caraway Sr.                                                       

Commissioner, Precinct 4 
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SMITH COUNTY COMMISSIONERS COURT 
AGENDA ITEM REQUEST FORM 

Note: This is the only form required for agenda requests, with the exception of backup materials or attachments. This form should be 
completed and emailed to Agenda@smith-county.com and include any necessary attachments. Deadline is Tuesday at 5:00pm a week 
before the next scheduled Commissioners Court meeting.  Please make sure the requested agenda item has been proactively vetted 
with the appropriate reviewing individuals and obtained their signature as reviewed. Regular Court Meetings are at 9:30am on 
Tuesdays each week. 

Office Use Only         
Agenda Item # ________ 

Submission Date:   Submitted by: 
Meeting Date:   Department: 

Item Requested is:  For Action/Consideration          For Discussion/Report 

Title: 

Agenda Category:   Briefing Session 
 Court Orders                     
 Presentation               

  Recurring Business   
 Resolution 
 Executive Session 

Agenda Wording: 

Background: 

Financial and Operational Impact: 

Attachments:  Yes No Is a Budget Amendment Necessary? Yes No 

 Does Document Require Signature?   Yes No 

Return Signed Documents to the following: 
Name: Email: 
Name: Email: 
Name: Email: 
Name: Email: 

03/10/2025 Jaye Latch

04/01/2025 Purchasing

Receive update on Electricity Procurement from Public Power Pool (P3)

Receive presentation from David Quin, Program Manager with Texas Conference of 
Urban Counties, Public Power Pool ("P3") regarding new procurement proposal and 
rate projections.

Smith County is a member of Pubic Power Pool ("P3") through their membership with 
Texas Conference of Urban Counties (CUC). P3 procures electricity on behalf of the 
membership pool. By combining the buying power of the pool, P3 is able to secure better 
rates for electricity.  

✔

✔ ✔

✔

SUBMIT



Smith County
Public Power Pool (P3)

The largest aggregation in Texas
Competitively Bidding Power for the Public Sector

David Quin, Program Manager

P3 members’ combined 3-year load: 1,935,780 MWh
P3 members’ combined annual spend: $60 million

Number of member accounts: 3,300 + 
Member savings to date: Over $204.9m since 2002

P3 is a 501 c-4 non-profit political subdivision corporation created to save taxpayer dollars by 
procuring electricity in bulk, negotiating better contracts, and providing full account management.

Membership is open to all political subdivisions in the deregulated areas of ERCOT.
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Public Power Pool: 99 Members 2023-25
Aransas County

Bee County
Bell County

Bell County Appraisal District
Brazoria County
Brewster County
Calhoun County

Central Texas Council of Govts
Chambers County
Chelford City MUD
Cherokee County

Cinco MUD #7
City of Bedford
City of Bryson

City of Cockrell Hill
City of Crowley

City of Friendswood
City of Haslet

City of Hutchins
City of Jamaica Beach

City of Marfa
City of Santa Fe
City of Uvalde
Collin County
Cooke County
Coryell County

Crockett County
Cypresswood Utility District

Dallas Central Appraisal District
Dallas County

McLennan County
Midland County
Midland CSCD

Mills Road MUD
North Central TX Council of Govts

North Mission Glen MUD
NTTA - North Texas Tollway Authority

Nottingham Country MUD
Nueces County

Nueces County MHID
Prairielands Groundwater Cons. Dist. 

Presidio County
Rains County

Rockwall County
Rolling Creek MUD

Runnels County
San Patricio County

Smith County
Somervell County

Tarrant Appraisal District
Tarrant County

Tarrant County 911 District
Tarrant County Hospital District

Uvalde County
Uvalde County – 38th & 454 Judicial Dists.

Van Zandt County
Wichita Appraisal District

Williamson County
Wise County

Zapata County

Denton County
Dickens County

Ector County
Ector County Appraisal District

Falls County
Faulkey Gully MUD

Foard County
Foard County Hospital District
Fort Bend County MUD #25

Fountainhead MUD
Freestone County

Grand Mission MUD #1
Greater Harris Co 911 Emergency Network

Green Trails MUD
Harris County Appraisal District

Harris Health System
Harris County MUDs #

11, 18, 23, 46, 102, 191, 222, 278, 361 & 383
Heatherloch MUD

Heart of Texas Region MHMR
Howard County

Irion County
Jack County

Jackson County
Jeff Davis County
Jim Hogg County
Johnson County

Johnson Co. Central Appraisal District
Kaufman County
Kleinwood MUD

Mason Creek MUD
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P3’s Record of Savings:
Members Saved $204.9m against Market since 2002



P3’s Record of Savings:
Smith County Has Saved Over $1.2m since 2019
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P3’s “HB3693” Report Measures Annual Savings
against PUC’s “POLR average”

Just in 2023, Smith County Saved Over $555k

5



P3’s Procurement Process
for the Group’s Current Contract for 2023-25

6

 RFPs are sent to every retailer in Texas (140+ listed by PUC).
 A long-list of qualified suppliers is identified and vetted; P3’s Technical 

Committee and Board of Directors approves our final short-list
 On-going negotiations secure the best possible contract provisions.
 Several rounds of indicative pricing test the market.
 Members review our target and ceiling rates before deciding whether 

to participate in the group’s procurement.

Last time, executable bids from short-listed providers were presented to 
P3’s Technical Committee and Board in October 2022.  With only modest 
price benefit from a longer term, members agreed with us that a 3-year 
contract was best.  P3’s Board approved awarding to the lowest bid:

 MP2 – Shell Energy Solutions, for a fixed weighted 3-year (2023-25) 
average price for Smith County of $5.64 cents/kWh for a total spend 
(energy + delivery + taxes + fees) of $1,281,184 in FY25



Smith County’s FY25 Budget Report

7



The Historic Pricing Curve in ERCOT

8

 Since last spring’s price run-up, markets fell steadily on weak LMP prices, solid 
renewables’ performance and increased storage.

 Potential electric demand, global uncertainty and cold weather flattened prices.
 3- & 5-year forward prices have come down from last summer’s highs but show 

continued support at the 6-cent level, the high end of our expected range.



The Current Forward Pricing Curve



The Current Forward Pricing Curve
North Zone, 2026-34



P3’s 2025 Procurement Strategy
for the Group’s Next Contract Beginning 2026

Balancing the reality of purchasing in an elevated market while
enabling us to capture reductions if the market corrects

11

 The same RFP procedure will be used as before: every retailer is contacted 
and a list of qualified suppliers is approved by our Tech Committee & Board.

 On-going negotiations will secure the best possible contract provisions; 
several rounds of indicative pricing will test the market.

 Members have 45 days to review our rates and decide whether to participate.

 In the early years (eg 2026, 2027) our Ceiling Rates are set high to ensure a 
likelihood of execution given the limited time available prior to delivery.

 In later years, our Ceiling Rates rapidly decline, ensuring the market yields an 
advantageous price prior to extending the term.

 Should the market drop below the Ceiling Rate for the next open calendar 
year, that year will be purchased and the contract extends one more year.

 While the contract has the potential to last ten years, if the next open price is 
not locked at least 12-months prior to delivery, the contract ends and a new 
procurement process will be initiated for member review and acceptance.



Why P3 is Your Best Option for Purchasing Power
1 We negotiate bulk discounts unavailable to individual entities.
• Our combined flattened load reduces supplier risk, producing discounted rates and 

competitive bids from eager retailers.
 If P3 members bought individually, they would pay 1/3 – 1/2 cent/kWh more.

2   We originate contracts that are the most member-friendly in the business.
• The needs of our members, rather than the interests of retailers, always come first.

3   We provide customized support to staff.
• From expertly-managed RFPs & procurements to daily account adds & deletes, monthly bill 

checks, annual audits, forward budgets & HB3693 reports, we do the work so you can plan.

4   Our transparent aggregation fee of 99 cents/MWh is the lowest in the business.
• By sharing energy expertise, legal counsel, operating expenses, account management, 

members receive a premium suite of services without paying a premium.
 Typical broker fees are $3 - $5 / MWh -- up to five times more than P3’s.  Plus, many 

brokers “double-dip” by taking a commission from retailers to bring them business.

5   We are a non-profit owned and operated by our members.
• Unlike brokers, we take no commission from retailers; only the best and lowest bid wins.
• We have awarded contracts to nine different retailers since the program began in 2022.
• We work only for you; P3 members own our financial reserves and govern the group.

12



Public Power Pool Board of Directors
Hon. Clay Lewis Jenkins Hon. Bobby Gallana

 Judge, Dallas County   Commissioner, Rockwall County

 Hon. Will Jones   Mr. Chandler Merritt
 Commissioner, McLennan County County Administrator, Tarrant County

            
Mr. John Prewitt

Director, Faulkey Gully MUD

Public Power Pool Staff
John Dahill – Executive Director
David Quin – Program Manager

Lori Scarmardo – Program Administrator
Brandon Fowler and Stephen Parr – Energy Experts
Tel: 512.233.5780    Web: www.publicpowerpool.org

13
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SMITH COUNTY COMMISSIONERS COURT 
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completed and emailed to Agenda@smith-county.com and include any necessary attachments. Deadline is Tuesday at 5:00pm a week 
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Item Requested is:  For Action/Consideration          For Discussion/Report 

Title: 

Agenda Category:   Briefing Session 
 Court Orders                     
 Presentation               
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Attachments:  Yes No Is a Budget Amendment Necessary? Yes No 

 Does Document Require Signature?   Yes No 

Return Signed Documents to the following: 
Name: Email: 
Name: Email: 
Name: Email: 
Name: Email: 

3/26/2025 Christina Haney for Brandon Moore

4/01/2025 Emergency Management

Award 15-25 Multi Jurisdictional Mitigation Plan

Consider and take necessary action to award a contract for 15-25 Multi-Jurisdictional 
Mitigation Action Plan and authorize the County Judge to sign all related 
documentation.

 On 1/6/25 - CC authorized Purchasing to advertise, solicit, and receive sealed proposals 
for RFP-15-25 Smith County Multi-Jurisdictional Mitigation Action Plan.  
  

This grant is a reimbursement grant up to $100,000, provided from 
the General Land Office.  

Brandon Moore

Christina Haney

✔

✔ ✔

✔

SUBMIT



RFP 15-25 HAZARD MITIGATION ACTION PLAN UPDATE 

 

This was a sealed competitive proposal process with the following weighed evaluation criteria: 

a. QUALIFICATIONS AND EXPERIENCE OF THE RESPONDENT AND TEAM– 35% 

b. REFERENCES AND RECOMMENDATIONS– 15% 

c. COMPLETION TIMELINE– 10% 

d. RFP INSTRUCTION COMPLIANCE FORMS– 15% 

e. FEE/PRICE – 25% 

 

H20 offers the best value for Smith County based upon the published weighted criteria. 

CONTRACTOR SCORE 
H20 PARTNERS 95 
GRANTWORKS 81 

 

 

We recommend awarding the contract for RFP 15-25 HAZARD MITIGATION ACTION PLAN UPDATE 

to H20 Partners in the amount of $95,420.00.  
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   MARCH 25 1, 2025             FRANK DAVIS                              

        APRIL 1, 2025                    ROAD & BRIDGE                          

          Road Improvements - Acceptance of Project                                                    

Consider and take necessary action to accept the completion of the construction contract 
for Road Improvements to CR 129, authorize the County Judge to execute the 
Reconciliation Change Order, and authorize final payment to Texana Land & Asphalt, Inc. 

The Road and Bridge Department is requesting The Commissioners Court to accept the completion of 
RB-07-25, Roadway Improvements to CR 129 (FM 756 to CR 113), as performed by Texana Land & 
Asphalt, Inc.  The contract was awarded in the bid amount of $576,758.60.  The final construction cost is 
in the amount of $570,948.30, resulting in an overrun of $5,810.30.  Paving improvements were made to 
a total of 1.951 miles of county roadways.

      Underrun amount of awarded contract is $5,810.30

  Frank Davis   fdavis@smith-county.com

✔

✔ ✔

✔

SUBMIT



RECONCILIATION CHANGE ORDER

PROJECT NAME:    ROADWAY IMPROVEMENTS TO CR 129 (FM 756 TO CR 113) DATE: 24-Mar-25

CONTRACTOR:   TEXANA LAND & ASPHALT PROJECT: RB-07-25

ADDRESS:   5848 CR 1100, SULPHUR SPRINGS, TX 75482

PHONE NO.:   903-243-3409
   

ITEM ITEM UNIT OF CONTRACT COMPLETE OVERRUN/ UNIT INCREASE/

NO. DESCRIPTION MEASURE QUANTITY TO DATE (UNDERRUN) PRICE (DECREASE)

100 STA 103.00 103.00 0.00 20.00$              -$                      

134 STA 103.00 103.00 0.00 60.00$              -$                      

150 HR 10.00 4.00 (6.00) 80.00$              (480.00)$               

251 SY 26,330.00 26,330.00 0.00 1.85$                -$                      

275-A TON 250.00 252.52 2.52 250.00$            630.00$                

275-B SY 26,330.00 26,330.00 0.00 2.00$                -$                      

310 GAL 4,800.00 (4,800.00) 0.01$                (48.00)$                 

340 TON 2,880.00 2,915.65 35.65 135.00$            4,812.75$             

560 EA 10.00 5.00 (5.00) 0.01$                (0.05)$                   

8000 LS 1.000 0.285 (0.715) 15,000.00$       (10,725.00)$          

SUB-TOTAL:  CR 336 ROADWAY IMPROVEMENTS (5,810.30)$            

Original Contract Total $576,758.60

Amount of Approved Change Orders $0.00

Adjusted Contract Amount $576,758.60

Increase/Decrease Amount in Original Contract Quantities (5,810.30)$    

Increase/Decrease Amount of Approved Change Orders $0.00

Materials on Hand $0.00

TOTAL AMOUNT THIS CHANGE ORDER ($5,810.30)

FINAL CONTRACT TOTAL $570,948.30

This Document will become a supplement to the contract and all provisions will apply hereto.

RECOMMENDED   

FOR APPROVAL:   

County Engineer Date

ACCEPTED:   

Contractor  Date

ACCEPTED:   

County Judge Date

PRIME COAT (.30 GAL/SY)(9044 

SY)

MAILBOX - TEMP RELOCATE & RE-

INSTALL
ALLOWANCE FOR UNKNOWN 

CONDITIONS

D-GR HMA TY-D (SURF)

PREPARE ROW

BACKFILL PVMT EDGE (TY B)

BLADING FOR DITCH 

MAINTENANCE

RWK BS MTL (TY D)(ORD COMP)(8 

IN)

CEMENT (3.0%)(20 LBS/SY)

CEMENT TREAT (EXIST MATL)(8 

IN)

PAGE 1 OF 1 3/24/2025
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3/25/2025 Jennafer Bell

4/1/2025 Tax Office

Tax Refund 

Consider and take necessary action to approve tax refunds in excess of $2,500, 
pursuant to Texas Tax Code 31.11, and authorize the county judge to sign all related 
documentation. 

See attached.

Gary Barber gbarber@smith-county.com

Jennafer Bell jbell2@smith-county.com

✔

✔ ✔

✔

SUBMIT
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Purpose of Information Technology (IT) Security and Acceptable Use 
Policy (the “Policy”) 

 
Information Security is the process of protecting an organization’s computer equipment, systems, 
applications (collectively “Assets”), and data (“Data”) from illegal or unauthorized transfer, use, 
disclosure, destruction, modification, or other compromise, and to ensure confidentiality, integrity and 
availability of applications, systems and data processed in the systems.  
 
Smith County (“County”) considers the security of its Assets and data to be of vital importance and has 
adopted this Information Technology Security and Acceptable Use Policy (“Policy”) for implementation 
throughout the County.   

This Policy applies to all technology related Assets, and Data owned by, leased by, administered by, or 
on behalf of the County. Compliance with this Policy by all Smith County employees, contractors, 
consultants, temporary employees, and other workers (collectively, “Users”) is mandatory. 

The purpose of this Policy is to outline the acceptable use of County Assets and the protection of its 
Data. The rules outlined in this Policy are stated to protect the County and its Users from inappropriate 
use that could expose the County to risks including cyberattacks, compromise of systems and services, 
business disruption, financial loss, reputational damages, and/or legal issues.  
 
Additional Policy definitions can be found on the following page.  

 

Role of Information Technology Management  

The individuals, groups and departments that are assigned specific responsibilities in this Policy or any 
underlying standards, policies, or procedures, are responsible for (1) developing, updating and 
implementing standards, policies, and/or procedures that support this Policy, if appropriate, (2) 
developing and administering training on this Policy, if appropriate, and (3) assigning personnel and 
providing other resources as necessary to comply with this Policy and any related standards, policies, 
and/or procedures, if appropriate. 

  



  - 5 -  

Policy Definitions 

The following are terms that will be referenced throughout this Policy: 

1. “Asset”: All technology related equipment, on-premises software, cloud applications,  network 

systems, IoT (Internet of Things) device, hardware or technology environments owned by, leased 

by, administered by, connected, processed, held, and/or on behalf of the County. 

 

2. “BYOD” (Bring Your Own Device): Any computer, tablet, phone, or other mobile device personally 

owned but used for legitimate business purposes for the County.  

 

3. “County”: Smith County and any subsidiaries under this entity. 

 
4. “Data”: Any information in any form, owned by, leased by, administered by, processed, held, and/or 

on behalf of the County.  

 
5. “Environment”: Any network, software, application, system, device, or other technology used to 

store, process, or administer County Data or transactions related to the County. 

 
6. “Policy”: Smith County Information Technology (IT) Security and Acceptable Use Policy 

 
7. “User”: Any individual working on behalf of the County who has been granted access to County 

Assets and/or Data.  

 
8. “CUI”: Confidential Unclassified Information is data that is considered sensitive in nature, such as 

Personal Identifiable Information (“PII”) and Personal Health Information (“PHI”). 

 

User Roles  

The levels of responsibility have been defined with respect to all County Assets and Data. These levels 
are “Information Owner”, “Custodian”, and “User” and are defined as follows: 
   
“Information Owners” are the members of County Department Heads, or their delegates within the County 
who bear responsibility for the acquisition, development, and maintenance of Assets that store or process 
County Data. All Data that is stored, processed, or otherwise handled by the County must have a 
designated Information Owner. 

   
“Custodians” are those individuals in physical possession of County Data or Data that has been entrusted 
to the County. Custodians are responsible for safeguarding the information, including implementing 
“Least Privilege” access control (access to only what is necessary for job duties) to prevent inappropriate 
disclosure and ensure proper back up of Data. Custodians are also required to implement, operate, and 
maintain the security measures defined by Information Owners.   
 
Questions about the appropriate handling of a specific type of information should be directed to either 
the Custodian or the Owner of the involved information.  
 
“Users” is defined above.  Users can simultaneously have higher levels of authority and responsibility 
and may, under certain circumstances, be considered Custodians or Information Owners. 
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Smith County 

Information Technology Security and Acceptable Use Policy 
Acknowledgment Terms  

 
The County’s intention in publishing this Policy is to establish a culture of responsibility, trust, and integrity. 
County Leadership is committed to protecting the County, Users, Assets, and Data from illegal or 
damaging actions by individuals either knowingly or unknowingly.  
 
Users must understand that County Assets are designed to be used for business purposes in serving the 
interests of the County, employees, partners, and constituents while conducting County business.  
 
It is the responsibility of all Users to act in a professional manner when using County Assets; acknowledge 
and agree to terms stated in the Policy; and conduct their activities in accordance with the Policy. You 
must fully review the Policy and comply with its requirements. More information supporting the 
Acknowledgement Terms is included in the links below. 

 
The Policy may be periodically updated, and the most current version can be found here. If you have any 
questions regarding the Policy, or expectations regarding compliance with this Policy as it relates to your  
role in  the County, please contact your Supervisor or Manager.      
 

General Use and Ownership  
1. Ownership of Equipment: County Assets and the Data stored, accessed, or processed using the 

Asset are the sole property of the County. You are required to ensure through legal, physical, and 
technical measures that Data remains protected in accordance with this Policy. Your possession of 
County Assets does not convey or imply ownership. A County Asset must only be reassigned by 
Smith County IT and should not be provided to another employee of the department without the device 
being collected by IT, assessed, reimaged and documented for reissue for inventory purposes by 
Smith County IT. The exfiltration of County Data for personal use is strictly prohibited and subject to 
disciplinary action up to and including termination.  The IT Department generally only issues one 
device per employee in the form of a desktop or laptop.  Multiple devices assigned to an individual 
employee increase the cost of maintenance and licensing for the County and any request will be 
reviewed and authorized by IT as an exception when necessary to perform job duties.   
 

2. Protection of Assets: Users have the responsibility to immediately report suspected theft, loss, or 
unauthorized disclosure of County Assets promptly to the IT Department, Supervisor, or Manager.   
 

3. Prohibited Activities: County Assets are intended for County-related business purposes. You are 
responsible for exercising good judgement regarding the reasonableness of personal use of County 
Assets. You may not engage in any activity at any time that may compromise County Assets or County 
Data. This includes illegal or unethical activity or any activity against the County’s Personal Conduct 
in the County Handbook. Accessing non-business related websites on county equipment is strongly 
discouraged by IT unless authorized by a Department Head for business purposes. Tracking of Web 
Activity or Emails may be requested by a Department Head for their employees as required.   
 

4. Use of Artificial Intelligence Solutions: Utilizing Artificial Intelligence (AI) Chatbots (also known as 
Large Language Models or LMM) such as Google Gemini, OpenAI ChatGPT, and Azure OpenAI 
Service (including additional not listed) are to be used with due care when used for County purposes.  
These types of LLM services store data for future use, meaning whatever is used to query or question 
is stored in their systems to allow other users (non-County employees) access to the data.  No 
identifying information may be shared with these tools including but not limited to: County name, 
County identifying information, Personally Identifiable Information (PII), Information about 
constituents, partners, and/or any other County information that has not been authorized for public 
disclosure.  Violation of this action may result in corrective action up to and including termination. Any 
implementation or use of AI platforms or solutions must be approved by the department head or 

https://www.smith-county.com/government/departments/information-technology
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elected official. If authorized, each user is responsible for the appropriate, legal, and ethical use of AI 
for County business. AI systems, like other Assets are subject to monitoring by the County IT 
department and must be approved by IT for secure access.   

 
5. Software Sources: You are prohibited from downloading, installing, or using software that is not 

approved by the County’s IT Department on County Assets. If you require software that is not standard 
to the County, you must formally request such software through the County IT Management.  

a. You must abide by all software licensing agreements. 
b. You recognize that downloading unauthorized software introduces risk of compromise to 

County Assets and Data, and if discovered may result in corrective action up to and including 
termination. 

 
6. Security Controls for County Owned Assets: You are prohibited from modifying, changing, deleting, 

or circumventing any established controls on any County Asset without express approval from the 
County IT Department.  

a. You may not plug any external device into a County Asset unless you have verified it is secure 
to do so. The use of data transfer between devices using external drives is prohibited unless 
approved for use by IT.  

b. If a connected device (Wireless Device, Network device, etc.)  is found to be installed without 
approval from Smith County IT, that device will be disabled and subject to being seized for 
investigation. 

c. Port scanning, security scanning, network monitoring, or circumventing security controls on 
any County Asset or account is prohibited unless it is necessary for your job duty and has 
been approved by the County.  

d. The transfer of any sensitive data such as HIPAA, CJIS, PID, etc. through email must be 
encrypted. 

 
7. Inbound Connections to County Assets: Non-County issued devices may connect to certain County 

Assets but only through approved and secured access control points. You are prohibited from 
attempting to connect to County Assets through means not approved by the County IT Department. 
-   

 
8. Security Awareness: You must complete any required Security Awareness training by the due date 

established unless an exception has been granted by County IT Management. Failure to complete 
the required Cybersecurity Awareness Training by the due date will result in the disabling of the 
account which prevents access to Smith County infrastructure until the Cybersecurity Awareness 
training has been completed. 
 

9. Password Policy: You must practice strong password management according to the County’s 
Password Policy. All County and non-County Assets used to conduct County business activities must 
be password protected and in accordance with the County Password Policy.   

 
 
10. User Account Administration: Your credentials (e.g. User ID and password) are for your use only and 

represent your designated access to County Assets. You agree that your County password will remain 
confidential, must be protected, and be only used for County-related business activities. You may not 
divulge or share your County credentials to any person or group through electronic or physical means, 
including co-workers or outside individuals. 
 

a. If you have unknowingly divulged or shared your County password, you must notify your 
Supervisor or Manager and the County Helpdesk immediately upon discovery.     

 
b. You are forbidden to use your credentials to access/view any County Assets that you have 

not been expressly granted permission to access. 
c. If you inadvertently access Assets or Data that you have not been granted permission to view 
or use, you must report it to your Supervisor or Manager and the County Helpdesk immediately.   
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It is your responsibility to use secure practices to lower the County’s risk of a cyber-related attack 
and/or data breach including:  

c. You agree to exercise caution when reading email. Do not click on a suspicious or unknown 
link or attachment until you have verified the authenticity of the email and/or sender. 

d. Observe any warnings or banners indicating email originating from outside the County to 
reduce the risk of compromise through social engineering (i.e. phishing). 

e. Do not enter your County credentials into a document or onto web page unless you are certain 
it is legitimate for County business purposes.  

f. Do not visit risky, unsecure, or questionable websites using County Assets. 
 
11. You have no expectation of privacy when using County Assets. The County reserves the right to 

monitor, access, and disclose all forms of User communications. Treat all County Assets as business 
records that may be retained and used as evidence in litigation, audits, and investigations. – 

 
12. Professional and appropriate language and actions must be exercised at all times when using County 

Assets. You are prohibited from viewing, downloading, or sending content that is considered abusive, 
harassing, threatening, menacing, discriminatory, pornographic, disrespectful, or otherwise offensive.  

 
13. Any contractual obligations communicated through County Assets are not final and binding, unless 

approved by the Commissioners Court or  the County issues a purchase order and receives 
confirmation from the vendor.  
 

14. You may not use e-mail, IM, or text messaging while driving, operating heavy machinery, or handling 
hazardous materials at any time.  

 
15. All communications and information transmitted, received, or archived on County Assets are the 

property of the County.  
 

16. The use of County Assets is a privilege, not a right, and the County may choose to discontinue the 
use of any of these at any time and for any reason.  

 
17. Multi-Factor Authentication is required for accessing Smith County IT Infrastructure and Systems.  

This can be done utilizing a County Cell Phone, Personal Cell Phone or FOB.  All FOBs issued by 
Smith County IT are required to be returned to Smith County at the end of employment with the 
County The cost of the replacement of a FOB that is lost, damaged or stolen is the responsibility of 
the employee or department. 

 
18. All Data stored on Smith County devices or Network Shares including Microsoft One Drive are subject 

to periodic audit by IT. Only Smith County Data should be stored on Smith County data storage 
resources such as Network Shares (Personal, Department, One Drive, etc.). Non-County data stored 
on County Network Shares are subject to deletion and reported to the Elected Official or Department 
Head.   

 
19. In accordance the Texas Public Information Act, it is the responsibility of the user to maintain all 

County business related cell phone messages for a minimum of two years for either County 
purchased/provided Cell Phones or Personal Cell Phones.  

 
20. Smith County IT backs up County data located on Network Shares (Personal, Department, etc.) and 

retains that data indefinitely.  If data is deleted it can be recovered for up to 1 year following the 
deletion of that data from the IT backup systems. Local hard drives on computers are not backed up 
and any data loss is the responsibility of the employee and department. The Records Custodian for 
the department is responsible for establishing retention schedules for data preservation and retention 
with the IT department.   
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County Data Security and Protection  
 

You must make a reasonable effort to protect all County Data entrusted in your care through secure 
practices.   
 
The following are specific actions required of all Users to protect Data owned, managed by, or entrusted 
to the County. Failure to perform these actions may result in corrective action up to and including 
termination.     
 
 Data Management 

 
1. You may not store any County confidential or sensitive Data locally on a County or non- County Asset. 

Files must be stored securely using designated County Systems, network shares, or other approved 
storage locations.  You recognize that the County does not back up data from a local hard drive.  Data 
on secure County designated systems, network shares, or other storage locations are backed up by 
the County IT Department. The loss of data due to data being stored on a local device is the 
responsibility of the employee.  You may not leave proprietary, sensitive, or confidential County Data 
in a place that could cause unintended exposure. 
 

a. Do not print any documents containing County Data and leave them on the printer. Only print 
documents when they can be retrieved or secured immediately. 

b. Do not leave documents containing County Data on desks or in other open spaces. Any 
County proprietary, sensitive, or confidential Data must be properly secured.  

c. If any documents containing County Data have exceeded their retention period (e.g., are no 
longer necessary to retain for County business purposes), they must be securely destroyed 
(e.g., shredded, placed in shredding bins, etc.). – 

 
 

2. You may not divulge any County Data that has not been approved for public disclosure by County 
Management, in any form, except as part of an authorized, job-related task.  

 
a. Any User intentionally violating Data Security and Protection terms outlined in this Policy will 

be subject to corrective action up to and including termination.  
 

 

Physical Security Practices 
 

Physical security measures are designed to protect County locations, Users, visitors, partners, Assets, 
and Data. Each User must exercise secure practices to ensure only authorized individuals are permitted 
to access approved locations. Protection of County Assets also includes participation in emergency 
preparedness and adherence to stated guidelines when you are at a County location or a location where 
the County conducts business.  
 
Failure to adhere to the physical security practices stated below leaves the County open to security 
threats, theft, fraud, and/or accidents.  
 
You agree to the following practices listed, understanding that this list is by no means exhaustive, but 
attempt to provide a framework for activities considered necessary to the physical security of County 
Users, visitors, partners, Assets, and data.  
 
1. You must use approved entry controls for County locations including badging, biometrics, or other 

procedures.  
a. You may not share your badge with any other person, even if they are an employee of the 

County. If you have forgotten your badge, please see Sheriffs Office for a replacement badge.  
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b. You may not allow “piggy backing”, or prop open secured doors for any reason. 
c. You may not grant any unauthorized individual access to an area within a County location. 

Proper access request procedures must be followed.  
d. You must follow all registration, check-in, and escort procedures for visitors to any County 

location.  
e. You must ensure that visitors have been escorted to an exit at a County location and any 

temporary access has been revoked when they leave a County location.  
 

2. All safety procedures must be followed at any County location, or when visiting a location as an official 
User of the County.  

a. You agree to wear any necessary Personal Protective Equipment (PPE), if applicable. 
b. You agree to participate in any emergency preparedness activities, if applicable. 
c. You agree to follow any posted or stated safety rules.  

 
3. You agree to report any unsafe or suspicious activities or suspicious individuals to appropriate 

persons at a County location. 
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Policy Compliance/Mandatory Reporting 
 

1. I agree to report any  violations of this  Policy, intentionally or unintentionally, to the County or County’s 
IT Department immediately upon discovery.  

 
2. County will verify compliance to this Policy through various methods, including but not limited to, 

business tools, reports, audits, and Management oversight.  
 
3. Any exception to this Policy must be approved, documented, and reported by the County.  
 
4. Policy Terms and Conditions can be found in Appendix A. Users are encouraged to read and 

understand these conditions prior to acknowledging this Policy.  
 
I hereby acknowledge that I have received, read, understand, and will comply with the terms named in the 
Smith County Information Technology Security and Acceptable Use Policy.  I further acknowledge and 
understand that compliance with this Policy is mandatory, and that failure to comply may result in 
disciplinary action, up to and including termination.  

 
 
 
Signature:            Date:               
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Appendix A: Policy Terms and Conditions 
 

1 Formal Change Control  
 
All County owned Assets must be subject to a formal change control process and be documented in the 
approved change control procedure to ensure any changes that affect County owned Assets are 
communicated, evaluated, scheduled, and approved prior to the change implementation. There may be 
exceptions, including emergency changes. Planned and routine changes to critical production systems 
and applications must occur during established change windows. Any change, even if routine, shall not 
disrupt any system or application that is critical for business operations. 
 
Management may establish change freeze windows to reduce any negative impact to business 
operations during critical business cycles such as during Holiday seasons. 
 

2 User Account Administration  
All User accounts require proper configuration and authorization from IT Helpdesk Management.  
 
User accounts must be issued with “least privilege” (i.e., only access needed) for specific areas and must 
be managed throughout the lifecycle of the account. Each type of user account must be issued with a 
specific ID/password combination and no two user accounts are permitted to have the same credential 
set (i.e. the same user ID and password combination). Any User that is terminated from the County must 
have his or her account(s) disabled within 24 hours and it is the responsibility of the Department Head or 
Elected Official to notify the IT Department at the time of termination.  Account deletion is at the discretion 
of the IT Department.    
 
Users must never use any User ID and/or password that they have not been specifically authorized to 
use.  If a User believes that his or her User ID and/or password are being used by someone else, the 
User must notify the County IT Helpdesk immediately.  
 
User IDs must be employed to restrict system privileges based on job duties, project responsibilities, and 
other business activities.  Except for systems where all regular Users are intended to be anonymous, 
Users are prohibited from logging into any system or network anonymously.   

Contractors, Partners, or other temporary accounts must have an account expiration date set on their 
Active Directory (AD) record and be periodically reviewed to guard against unauthorized access or 
access beyond what is necessary for the account.  

Any exception to these Policy statements must be specifically required by the system software, approved 
in writing by IT management, and stored in a secure manner.    

All User accounts associated with the County are subject to monitoring and periodic review. Information 
regarding User accounts must be granted to Internal/External Auditors and/or County Management in a 
timely manner, where appropriate.   
 
All privileges and access to County owned Assets, including remote access County owned Assets, may 
be reevaluated at any time and are subject to change or revocation at Management’s discretion.  

 
Return to General Use and Ownership 
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3 Access Control  

Securing all User accounts is a priority of the County. The following terms outline how access to County 
owned Assets is practiced at the County.  
 

3.1 Password Policy  

Logical access to County owned Assets, whether inside or outside the County must use a User 
ID and password combination.  Passwords associated with User accounts must adhere to the 
following Password Policy: 
 
All User Passwords: 
 

• County User account passwords are to be used only to access the County owned or County 
managed Assets. Users must not use their County password to access any system, 
application, website, or device outside of the County even if they are used to perform tasks 
related to the County.  

• Passwords must be changed immediately in the event of suspected unauthorized access or 
data incident to any County owned Assets. 

• Passwords/Passphrases must be a minimum of 14 characters and use 3 of 4 requirements 
including: upper case character, lower case character, number, or a special character.  

o Users are encouraged to use a password manager to prevent forgotten passwords. 
Passwords must not be stored in readable form where unauthorized persons might 
discover them. 

o Users are encouraged to use a passphrase in the form of a sentence, formula, or verse 
in a song with some special characters included to create the strongest password 
possible. 

o Users should use a passphrase that is meaningful to them but not obvious or include 
personally identifiable information such as phone, address, birthdate, etc. 

• Passwords must never be shared between Users. 
• Users outside of the IT Department may not ask another User to reveal his or her personal 

password. This is restricted to troubleshooting purposes only when a User is requesting 
support and leaving their County Asset. 

• The only time a password should be known by another is when it is issued as a temporary 
password by the IT Department. Temporary passwords must be changed immediately 
upon the first login after the change is in place.  

 
 
Return to General Use and Ownership 

 
 

Multi-Factor Authentication (MFA): 
 
Certain County owned Assets may require Multi-Factor Authentication (MFA) which grants a User 
access to his or her account after a second method of authentication has been used to prove 
identity (in addition to entering their County credentials or User ID and password). Users must 
comply with any Multi-Factor Authentication (MFA) requirements for a County owned or County 
managed system.  Circumventing the established process will result in termination of User access 
upon discovery.  
 
Administrative Level Accounts: 

 
• Passwords must be a minimum of 14 characters for administrative accounts.  
• Administrative accounts must not remain signed into a computer or system when not actively 

in use.   
• A User who has logged in with his or her administrative account must completely sign out 

of a computer or system when the active session has ended.  
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• No Users should log in with an administrative account for transactions that do not require 
Admin credentials. 

• *Password length and complexity is subject to change based on security threats and 
recommendations from CISA (Cybersecurity and Infrastructure Security Agency) as 
necessary.   

 
Passwords for Services Used by County 
 
If a User logs in directly to a service’s website or uses a service’s mobile app, he or she must 
exercise due care to protect the County and Data using a minimum 14-character password that 
is different from their County password and/or a second form of authentication such as a biometric 
lock on a mobile device, if available.  
 
Return to County Data Security and Protection 
 

CJIS Access: 
 

• CJIS related systems require authorizations to be approved by the dedicated TAC, 
perform necessary training requirements, and background check prior access given. 
 

   
 

3.2 Password Protection on Bring Your Own Device (BYOD) and Mobile 
Devices 

All BYOD and mobile devices that access County owned Assets must be protected with a strong, 
not easily guessed, passcode or password. More information including acknowledgement terms 
can be found in Appendix B of this document.  

 

4 Consistent Security Practices  
County owned Assets must be always protected in a manner that is appropriate with their confidentiality 
and criticality.  The precautions described in this Policy apply regardless of where the information is 
stored, processed, accessed, and handled. 

   

4.1 Protection of Assets  

All County owned computer, network, or other applicable Assets must be physically secured. 
Users in the possession of laptop computers, tablets, smartphones, or any other Asset(s) 
containing County information should always maintain control of these items. Users must 
promptly report to the County IT Department and Manager any damage or loss of County owned 
Asset(s) software, or confidential information.  County owned Assets must be used exclusively by 
County designated Users.  
 
Any County or BYOD Asset that accesses County owned Assets or Data must have at minimum, 
a password-based access control system. Users must lock their computers when stepping away, 
even for a short period, to prevent unauthorized access to County owned Assets.  

 
Any multi-user system in the County must employ controls to automatically terminate a User’s 
session in accordance with criteria defined by IT Management. Any exception to this must be 
reviewed and approved in writing (email is sufficient) by IT Management. 
 

 
Return to General Use and Ownership 
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4.2 Physical Security: Protection of Site 

Users are responsible for abiding by local site security requirements. Users allowing person(s) to 
follow into a facility behind them, intentionally allowing person(s) unauthorized access to a secure 
area or allowing access to systems using their personal credentials (e.g., borrowing badges, 
clocking in for someone) is prohibited.  
 
If a User has any concern about person(s) at a site or witnesses suspicious or dangerous activity, 
they are required to contact local authorities immediately.  

  

4.3 Data Center Establishment  

The data center housing County data must contain sufficient controls to prohibit unauthorized 
physical or logical (for cloud-based systems and applications) access to critical systems.  The 
data center host must provide adequate protection of County Assets and Data against 
catastrophic disasters including natural, technical, or manmade.  
 
Environmental controls in the data center are required to be appropriate for hardware and 
software storage. Exceptions will be reviewed and may be approved in writing (email is sufficient) 
by IT management only. 

 

4.4 Remote Connections to County Assets  

All in-bound connections to County Assets or Data must pass through additional secured access 
control points, such as a firewall, virtual private network (VPN), or similar secured connection 
before Users are permitted access the system using their County credentials without exception. 
In cases of Multi-Factor Authentication (MFA), additional identifying information must be used.     

Specifically: 

• Any computer connecting to the County network must be a County issued and certified 
device, connecting through a VPN client or Direct Access only. 

• Any Contractor is to utilize a jump client with remote access through an IT approved external 
software.  

• Approved Users with a Microsoft 365 account issued by the County may connect to M365 
resources through the client or web interface. Any User with a BYOD device may connect 
to M365 through a browser.   

• Vendors or Software as a Service (SaaS) solutions must connect to the County network 
through an approved and specified method such as the County Firewall.  

• Employees are prohibited from allowing an outside vendor or other to access in person or 
remotely a Smith County computer without the expressed consent of County IT.   
 
Return to General Use and Ownership 

 

4.5 Wi-Fi Network Access  

Wi-Fi network access is intended for use by Users at the County using County owned Assets. 
The following are security guidelines and the proper use of County Wi-Fi networks. 
 

• Wi-Fi networks must use strong encryption protocols (e.g., WPA2/3) for all wireless 
communications to prevent unauthorized access. 

• Each County location should have similar and consistent SSIDs (Service Set Identifiers) 
for user access. SSIDs hosting sensitive data and/or Assets should be hidden from guest 
view and SSID names should not reveal confidential information about the County.  

• Only County issued Assets are permitted to connect to private County Wi-Fi networks.  
• Guest Wi-Fi networks access is granted through a Acceptable Use page. 
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Users, including County visitors with non-County issued computers must connect to the County 
public or guest wireless network when working at a County location, unless otherwise approved 
by IT Management. User and/or visitor access must be requested by a County representative 
prior to the date of arrival. Temporary log in information granted through the County IT Help Desk 
must expire at the end of the User or visitor’s time at a County location.   

 
 

5 Security and Proper Handling of County Data 

5.1 Data Management  

Backup procedures are required to be adequate and functional.  Users must ensure that their 
data is protected by moving data to network-based storage mediums.  Users are required to 
acknowledge and adhere to established file storage structures. Users can obtain this information 
from the IT Department.  
 
All backups must be stored at an approved “alternate to original” data locations with either physical 
access controls and/or encryption.  A contingency plan must be prepared for all applications that 
handle critical production information.  It is the responsibility of the IT Management to ensure that 
this plan is adequately developed, regularly updated, and periodically tested.  It is the 
responsibility of the Data Custodian to ensure backups are performed on a regular basis, they 
are monitored and tested, and securely stored, including offline storage.   
 
County Data may not be stored on the local hard drive of a non-County issued computer. 
The County recommends that all County Data be stored using network or cloud storage 
and not on the local hard drive of a County-issued computer. The County does not backup 
files stored locally on a hard drive. Files or other resources on a County-issued computer 
hard drive cannot be recovered in the case of data corruption or breach.  
 

Return to County Data Security and Protection 

5.2 Use of Artificial Intelligence Solutions  

Artificial Intelligence is becoming more widely used in organizations. As it serves to enhance areas 
of data analysis, automation, and customer service, it also presents a risk to privacy, Data 
protection, and County Assets.  
 
Any use of Artificial Intelligence solutions by any User in the County must be approved by the 
elected official or department head prior to implementation or use when conducting County related 
business activities or when using a County owned Asset. Access to AI Software should be 
approved and vetted by Smith County IT for secure network access. 
 
Data Integrity and Privacy Protection: 

• No identifying information may be shared using AI platforms or solutions including but not 
limited to: County name, County identifying information, Personally Identifiable Information 
(PII), information about constituents, partners, and/or any other County information that 
has not been authorized for public sharing.   

• Data used in approved AI solutions must be accurate, relevant, and managed to maintain 
confidentiality.  

• Administrators and owners of AI solutions must be able to provide clear explanations of 
the data models and their results to stakeholders and/or regulators.  

• Any Data used in AI solutions must meet applicable privacy standards such as HIPAA, 
CJIS, etc. If a User is uncertain of regulatory requirements, he or she must consult with 
County IT Management prior to implementing any AI solutions.  

• Use of AI solutions must adhere to all applicable international, federal and state laws and 
regulations, including those specific to AI automated systems.  
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Ethical Considerations: 

• Users should understand the importance of avoiding bias with AI outputs as well as the 
fairness of automated decision making through AI solutions.  

• Users must consider the importance of transparency with output from an AI solution. In 
certain cases, disclosure may be required when an AI solution has been used.  

• Sensitive information including Personally Identifiable Information (PII) used for data 
modeling must be anonymized where possible.  

 
Security Concerns for AI Platforms and Solutions: 

• AI solutions must be safeguarded with appropriate security measures, including but not 
limited to use of secure protocols, API connectors, and browsers, appropriate access 
controls, data loss prevention measures, monitoring, and alerting to security systems.  

• Protection of Data output must be implemented to prevent tampering or manipulation of 
data. 

• Solutions must have security controls to protect Data from theft or encryption for ransom 
or extortion. 

• AI platforms can involve collaboration with multiple parties, including third parties outside 
the County. Users who implement AI platforms or solutions should document any County 
information that will be stored and/or processed using an AI platform or solution.  

• Any Data stored or processed in AI platforms or solutions must adhere to County Data 
Retention Policies and be fully deleted after the retention period has been reached. 

• User is responsible for verification and validation of all AI output and date  prior to 
utilization. 

 
 

6 Inventory Management  
The County’s IT Department is required, at a minimum, to keep a current and accurate list of County 
owned Assets. The County must make appropriate arrangements to ensure all software licenses are 
properly accounted for and assigned to Users.  

The County IT Department will only provide a single Asset to each employee or elected officials. 
Exceptions are made on an individual basis by IT Department.  Only Smith County IT can transfer a 
device from one employee to another.    

7 Software Sources  
All software necessary for the conduct of County business must be approved and/or installed by the 
County’s IT Department.  Additional software may be used if approved by Department Management and 
IT Management.  Such additional software must be evaluated and approved by IT Management before 
being downloaded or installed on any County Asset. Unless prior permission has been obtained from IT 
Management, Users must not copy software provided by the County to any storage media, transfer such 
software to another computer, or disclose such software to outside parties.   

Users may not change the operating system configuration or install new software on County Assets 
without prior written approval of IT management.  If inappropriate and/or unapproved software is 
discovered on County owned devices, the software may be removed at the discretion of the County’s IT 
Department, and corrective action may be required.    

If the User connects a personal external device into a County Asset which results in a security 
compromise, the User will be notified and the Asset will be isolated and collected for remediation 
regardless of ownership of the device.  

Users may not illegally share or pirate software licenses. Users must abide by the limits of the purchased 
license as expressed in the license agreement. If software has been illegally used and/or installed on a 
County owned Asset, the User will face corrective action up to and including termination.  

Return to General Use and Ownership 
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8 Security Controls for County Owned Assets 
All County Assets will have sufficient security controls to lower the risk of compromise to Assets or Data 
due to a cyberattack or data breach.  IT Management is responsible for supporting the automated 
procedures to ensure effective screening, protection, and reporting of Asset health (as required).  

If a User plugs an external device into a County Asset that causes a compromise to the Asset or related 
Data, the User will be notified, and the Asset will be isolated for remediation. The User will also be 
prohibited from using external devices with any County Asset in the future. If the User plugs the device 
into a County Asset after being notified, corrective action may be taken. 

The County has applied security controls that prevent selected User’s from connecting an internal device 
into a County Asset within specific Departments. If any User has a legitimate business need to use an 
external device with a County owned Asset, he or she must be granted permission and access through 
the IT Helpdesk. 

Any activities with the intention to create and/or distribute malicious programs onto County owned Assets 
are prohibited. If a User is discovered to have intentionally installed (or downloaded) malicious software 
of any kind onto a County owned Asset, he or she will be subject to immediate corrective action up to 
and including termination.  

Return to General Use and Ownership 

 

8.1 Email Security: 

• All in-bound Emails are subject to security scans for phishing, viruses, impersonations, or other 
security threats.  

• Outbound emails may be subject to security scans including Data Loss Prevention (DLP) 
measures to ensure sensitive information or PII is not distributed from the County.  

• Emails have been formatted with a warning banner warning Users that the email originated from 
outside the County and may pose a threat to the Environment.  

• Automated forwarding rules have been disabled, except for specific exclusions that are granted 
for business purposes. 

9 Mandatory Reporting  
All suspected Policy violations, system intrusions, malware infestations, or any other condition that might 
jeopardize County Data or Assets must be immediately reported to the County Helpdesk or IT 
management by immediately contact our Help Desk by phone to report the issue 

Investigations of system intrusions and other Security incidents are the responsibility of IT Management 
and the Security Team. 

10 External Disclosure of Security Information  
Information regarding measures implemented by County to secure County owned Assets or Data is 
considered confidential and must not be released to any person(s) who are not authorized Users of the 
system unless approved by IT Management.  

Return to General Use and Ownership 

11 Prohibited Activities  
Users must not test or attempt to compromise any established security controls unless specifically 
approved in advance and in writing by the IT management.  Incidents involving unauthorized attempts to 
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compromise security measures may be unlawful and will be considered serious violations of this Policy.  
Short-cuts bypassing systems security measures are absolutely prohibited.  

Return to General Use and Ownership 

12 Security Awareness 
 
The County has a Security Awareness Program that requires mandatory participation of all County 
employees, volunteers, reserves and others with access to a county computer and other select Users. 
Components of this program include: 

• Annual Mandatory Security Awareness Training Modules  
• Successful completion of an Annual Test Certification upon completion of the Cybersecurity 

Awareness Training program.   
• Phishing Tests to measure individual risk of clicking on phishing emails 
• Cybersecurity Awareness Re-certification and testing at the discretion of the IT Department for 

individuals who experience a security incident or fail a cyber phishing test 
• Security Alerts to notify users of immediate or impending security dangers 

• If applicable, readiness exercises to prepare for a disruptive security-related event  
 
Return to General Use and Ownership  

 

13 Ownership of Equipment   
Title, including all rights and interests to equipment and any other items supplied by the County, will 
remain with the County. User possession of supplied equipment does not convey or imply ownership.  All 
such items must be promptly returned to the County upon termination of employment, contract, or upon 
request by the User’s Manager.  The County assumes all risks of loss or damage to these items unless 
such loss or damage occurs due to the User’s negligence or willful misconduct.  The County expressly 
disclaims any responsibility for loss or damage to persons or property caused by or arising out of the 
usage of such items. The Acquisition, Inventory and Management of all technology within the County is 
the responsibility of Smith County IT which includes approval, inventory and procurement processing.  All 
technology hardware, on-premise or cloud software, IoT or device that connects to a Smith County 
Network or System must be approved and purchased through the Smith County IT department. This 
ensures the preservation of standardized operations and security as well as required inventory 
management. Any technology that is purchased outside of the IT Department and presented to IT by a 
department for installation, support or management is subject to review and at the discretion of the IT 
department to be installed. The IT Department reserves the right to deny the installation of software or 
hardware not acquired by IT for security or operational reasons.  Any IT equipment that is no longer 
functional should be returned to Smith County IT. Any equipment that is authorized to be gifted, 
transferred outside of Smith County, donated or Auctioned must be returned to Smith County IT prior to 
the transaction to remove all data and certify in writing that all data has been wiped. A written notification 
of the auction, donation or transfer or technology specifying the make/model of the equipment must be 
presented to IT with proper advance time to complete the necessary wipe of all data.   
 
Return to General Use and Ownership 

  

14 Right to Search and Monitor  
County reserves the right to monitor, inspect, or search at any time all County owned Assets.  This 
examination may take place with or without the consent, presence, or knowledge of the involved User.  
The IT systems subject to such examination include, but are not limited to, e-mail, instant messages, 
computer hard drives, County issued external hard drives, voicemail, printer spools, copiers/fax machine 
output, desk drawers, and storage areas.  All searches of this nature must be conducted with appropriate 
Executive Management approval. County Management may remove from County computers any 
unapproved or unlicensed software or hardware, or any component, data, or material deemed 
inappropriate, offensive, or illegal.   
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USERS HAVE NO EXPECTATION OF PRIVACY CONCERNING COMPUTER USE, DATA, AND 
FILES CREATED OR STORED ON COUNTY OWNED ASSETS.  ALL DATA CREATED, SENT, OR 
RETRIEVED OVER THE INTERNET OR E-MAIL, STORED ON COUNTY OWNED OR MANAGED 
ASSETS, STORED OR PROCESSED IN COUNTY OWNED OR MANAGED ENVIRONMENTS 
(PHYSICAL AND CLOUD), OR ANY MEDIA OWNED BY THE COUNTY ARE CONSIDERED COUNTY 
PROPERTY.   
 
Return to General Use and Ownership 
  

15 Data Transfer Requirements  
External electronic data transfers should be configured and approved by County IT utilizing County 
software or file transfer services. The use of personal electronic transfer software is prohibited for the 
transfer of County data. The use of external drives for the transfer of data outside of Smith County is 
under the discretion of the Elected Official or Department Head.  Vendors and partners who require 
access to technology resources (Servers, computers, etc.)  within the County environment must formally 
request access through the IT Department and utilize the standard tools provided by IT. Ongoing Access 
to the County environment by non-County Users will be limited in scope and must include a 
recommended termination date of less than 1 year and subject to continuation after review. Data transfers 
utilizing email are allowed however emails with sensitive data attached such as HIPAA, CJIS, PID, etc. 
are required to be transmitted with Encryption Enabled.  The internal transfer of data from a County 
Device to another County Device should be done with network shares, emails or other approved methods.  
The use of Thumb Drives or other external Drives are prohibited with the exception of some law 
enforcement or Court requirements approved by IT (the external drive must be scanned utilizing antivirus 
software prior). Any outside external drive should be scanned by the employee or IT prior to transferring 
data to a Smith County device.  Access to Smith County application data such as Odyssey or Spillman 
requires a 3rd Party Data Access Agreement to be executed by the external agency/company and Smith 
County.   

16 Policy Maintenance  
This and other Policy supporting documentation will be reviewed on an annual basis and modified or 
updated to address future changes when deemed necessary by the IT Management.  Training and 
educating for Users regarding the new Policy modifications will occur as considered necessary.  

17 Security Exceptions  
As business requirements are defined, there are cases in which the standard solutions, controls, and 
services in place are not adequate or capable of meeting the current needs of the County. In these cases, 
a new solution or modification may be required.  These cases must be fully documented and approved 
by IT Management and in certain cases, require a higher level of approval. 
 

18 Compliance  
All Users must read, accept (digitally for annual review) or physically sign the Acknowledgment section 
of this Policy (for New Hire’s) which summarizes relevant provisions of this Policy to all Users prior to 
being issued any access to County owned Assets.  The Acknowledgement signifies that the User 
understands and agrees to adhere to this Policy and any other County policies and procedures related 
to County Assets, including the instructions contained in this Policy.  

Appendix B: Bring Your Own Device (BYOD) and Mobile Device Policy  
 

Just as County information must be protected on County owned Assets, the same protection is required for 
personal (BYOD) and mobile devices. Any employee accessing County Data on a mobile device (iPhone, iPad, 
Android Phone, tablet, etc.), whether it is issued by the County or a personally owned device, must agree to the 
terms as stated below.  
 

County data that may be accessed from a mobile device includes:  

• Email, Calendar, Contacts 
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• OneDrive Documents 

• Word, Excel, PowerPoint 

• Specific Mobile Apps required for County business transactions  

• County data on personal devices are subject to Open Records Request 
 
Whether the User is issued a County mobile device or chooses to access County Data from a BYOD personal 
or mobile device, all County Data will be accessed through approved methods.  
 

1. All devices and applications will be required to be kept up to date. The Duo Application will prompt 
Users if their device is outdated, at which point the User is to schedule an appropriate time to 
perform necessary updates in a timely manner. 

 
2. Biometrics will be required to be enabled to access Duo for Multifactor authentication from a mobile 

device. 
 
3. Accessing County data outside of the country is not permitted and technical restrictions have been 

put in place to prevent this activity. 
 

 

Terms of Agreement:  
1. By choosing to access County Data on your personal device, you assume all financial responsibilities of 

costs for your personal devices.  
 

2. All County Data transmitted, received, or viewed on your mobile device is the property of the County. 
 

3. Terms listed in the Policy for the handling of County owned Assets extend to BYOD or mobile devices 
that are used to access County Data.  

 
4. You must notify the County IT at once if the device is lost or stolen. Failure to report a missing device 

may result in disciplinary actions. 
 

5. You should have no expectation of privacy of County Data when agreeing to load County Data on a 
BYOD or mobile device. The only data that will be monitored (if warranted) is County Data managed 
through the existing controls (i.e., Email, Instant Messaging, etc.).  
 

6. County reserves right to deny any User access to County Data on a BYOD or mobile device based on a 
set of factors, including, but not limited to device type, device operating system, the state of device, or 
certain installed applications (“jailbroke” or “rooted devices” will be denied access). 
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SMITH COUNTY COMMISSIONERS COURT 
AGENDA ITEM REQUEST FORM 

Note: This is the only form required for agenda requests, with the exception of backup materials or attachments. This form should be 
completed and emailed to Agenda@smith-county.com and include any necessary attachments. Deadline is Tuesday at 5:00pm a week 
before the next scheduled Commissioners Court meeting.  Please make sure the requested agenda item has been proactively vetted 
with the appropriate reviewing individuals and obtained their signature as reviewed. Regular Court Meetings are at 9:30am on 
Tuesdays each week. 

Office Use Only         
Agenda Item # ________ 

Submission Date:   Submitted by: 
Meeting Date:   Department: 

Item Requested is:  For Action/Consideration          For Discussion/Report 

Title: 

Agenda Category:   Briefing Session 
 Court Orders                     
 Presentation               

  Recurring Business   
 Resolution 
 Executive Session 

Agenda Wording: 

Background: 

Financial and Operational Impact: 

Attachments:  Yes No Is a Budget Amendment Necessary? Yes No 

 Does Document Require Signature?   Yes No 

Return Signed Documents to the following: 
Name: Email: 
Name: Email: 
Name: Email: 
Name: Email: 

3/25/2025 Karen Phillips

4/8/2025 County Clerk

Request to add 2 yrs, 2 months, and 20 days of service to Sheena Goggans' employment with SC. 

Consider and take necessary action to approve the County Clerk's Deputy, one time 
exception, request to increase pay by $6,154 based on the level of experience.

I hired Sheena Goggans to work in my Vital Statistics Dept. on February 25, 2022.  She previously worked in the 
Bell County Vital Statistics Office for two year, two months and twenty days.  At Bell County, Sheena worked with 
the same software vendor SC has contracted with for five years.  Her knowledge made for a seamless transition 
into her role here which was a tremendous asset to our office. Sheena's prior experience at Bell County, combined 
with her current service at Smith County, totals over five years in the field of Vital Statistics.  

Recognizing Sheena's valuable contributions and the depth of her 
experience, we would like to offer her the annual pay of a 5 year 
employee.  The total increase in her annual pay will be $6,154.

✔

✔ ✔

✔

SUBMIT
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SMITH COUNTY COMMISSIONERS COURT 
AGENDA ITEM REQUEST FORM 

Note: This is the only form required for agenda requests, with the exception of backup materials or attachments. This form should be 
completed and emailed to Agenda@smith-county.com and include any necessary attachments. Deadline is Tuesday at 5:00pm a week 
before the next scheduled Commissioners Court meeting.  Please make sure the requested agenda item has been proactively vetted 
with the appropriate reviewing individuals and obtained their signature as reviewed. Regular Court Meetings are at 9:30am on 
Tuesdays each week. 

Office Use Only         
Agenda Item # ________ 

Submission Date:   Submitted by: 
Meeting Date:   Department: 

Item Requested is:  For Action/Consideration          For Discussion/Report 

Title: 

Agenda Category:   Briefing Session 
 Court Orders                     
 Presentation               

  Recurring Business   
 Resolution 
 Executive Session 

Agenda Wording: 

Background: 

Financial and Operational Impact: 

Attachments:  Yes No Is a Budget Amendment Necessary? Yes No 

 Does Document Require Signature?   Yes No 

Return Signed Documents to the following: 
Name: Email: 
Name: Email: 
Name: Email: 
Name: Email: 

03/27/2025 T. Wilson

04/01/2025 Smith County Sheriff's Office 

Inmate Food Contract - Sysco 

Consider and take necessary action to award a contract for inmate food services program and 
the discretionary exemption in accordance with Texas Local Government Code, § 262.024(a)(8) 
and authorize the County Judge to sign all related documentation 

This agreement is an agreement between Smith County and Sysco East Texas for food at the Smith 
County Jail and Juvenile. The contract is based on a cost-plus margin pricing structure, based on actual 
goods provided. The contract terms if for 1 year with two additional 1 year renewals. The contract rates 
are set at the June 2024 bid prices and are firm, unless a price redetermination is requested.  

FY 2025 Budgeted amount:  
- Smith County Jail $2,050,000.00 - as of 03/27/2025 62% of current budget is remaining 
for this FY and current rates . 
- Juvenile $80,000.00. - as of 03/27/2025 57% of current budget is remaining for this FY, 
at current rates. 

✔

✔ ✔

SUBMIT
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STATE OF TEXAS § 
COUNTY OF SMITH § 

 
 
 

CONTRACT  
BY AND BETWEEN  

SMITH COUNTY 
AND  

SYSCO EAST TEXAS 
 

 
 
 This Agreement for Inmate Food Services (hereinafter referred to as “Agreement”) 
between Smith County, Texas, a political subdivision of the State of Texas, (hereinafter 
referred to “COUNTY”), and Sysco East Texas a corporation authorized to do business in 
the State of Texas, (hereinafter referred to as “CONTRACTOR”). COUNTY and 
CONTRACTOR are collectively referred to in this agreement as the “PARTIES”.  
 
 WHEREAS, the COUNTY desires to obtain for the purchase of various food 
products for Smith County Inmates and Juvenile Attention Center Residents and 
detainees housed at all Smith County facilities in order to meet the needs of the 
COUNTY; 
  
 WHEREAS, the COUNTY in accordance with Texas Local Government Code, § 
262.024(a)(8) & (d) previously approved the Purchasing Department to solicit Invitations 
to Bid for Inmate Food Services on August 20, 2021;  
 
 WHEREAS, on or about November 15, 2021 the PARTIES entered into an 
agreement to provide Inmate Food Services to the COUNTY.  
 

WHEREAS, in accordance with Texas Local Government Code, § 262.024(a)(8) 
& (d) on June 3rd, 2024 at least three bids for food items were solicited in writing. 
CONTRACTOR provided the winning bid response, and represents that it is capable, 
qualified, and desires to perform the services and provide the COUNTY with the services 
that are the subject of this Agreement, especially with respect to providing safe and 
quality food products in a correctional facility; and 
 
 NOW, THEREFORE, the COUNTY and the CONTRACTOR, in consideration of 
the mutual covenants and agreements herein contained, do mutually agree as follows: 
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I. DOCUMENTS CONSTITUTING AGREEMENT 
 

COUNTY desires to have CONTRACTOR provide various food products and materials 
necessary to perform the services according to the requirements and standards listed in June 3, 
2024 Bid issued by the COUNTY and including CONTRACTOR’S response and all attachments 
provided and submitted by CONTRACTOR’S authorized representative (attached herein as 
“Exhibit A”), and any attachments, plans, maps, diagrams, supplements or amendments, referred 
to collectively as the “PROJECT” and incorporated by reference into this Agreement. In the 
event of a conflict between the language of this Agreement and any portion of the bid package or 
PROJECT, the language of this Agreement shall control. Every recital, exhibit, schedule and 
appendix attached to this Agreement and referred to herein is hereby incorporated into this 
Agreement by reference unless this Agreement expressly provides otherwise. The County’s 
Standard Terms and Conditions shall apply unless inconsistent with this agreement. 
 

II. SCOPE OF WORK 
 
A. Purpose: The COUNTY’S intent of this Agreement is to obtain safe quality food 
products distribution, as provided herein, so as to provide food products as our sole food vendor 
for inmates, detainees, and staff of all Smith County Jail facilities and the Smith County Juvenile 
Attention Center. Project guidelines are those as specified in Exhibit “A.” It is the responsibility 
of the CONTRACTOR to field survey the sites mentioned for verification of all existing 
conditions. CONTRACTOR agrees that no allowances shall be made by the COUNTY to the 
CONTRACTOR for pre-existing conditions that subsequently affect the scope or duration of the 
work specified herein. 
 
B. Term: The term of this Agreement is for One (1) year from the effective date of this 
agreement. PARTIES may agree to extend the contract for two (2) additional one year periods, 
not to exceed a total of three (3) years.  
 

III. GENERAL PROVISIONS 
 

A. SCOPE OF CONTRACT:  This is an estimated requirement contract and therefore the 
CONTRACTOR will be paid only to the extent of actual food provided as requested by the 
COUNTY. 
 
B. TERMINATION FOR DEFAULT:  Failure by either PARTY to perform any 
provisions of this Contract shall constitute a breach of contract. Either party may require 
corrective action within ten (10) calendar days after date of receipt of written notice citing the 
exact nature of the other's breach. Failure to take corrective action or failure to provide a 
satisfactory written reply excusing such failure within the ten (10) calendar days shall constitute 
a default. The defaulting party shall be given a twenty (20) calendar day period within which to 
show cause why this Contract shall not be terminated for default. All notices for corrective 
action, breach, default or show cause on behalf of COUNTY shall be issued by the Purchasing 
Agent or County legal representative only, and all replies to the same shall be made in writing to 
the County Purchasing Agent or County legal representative at the address provided herein. 
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Notices issued by or to anyone other than the Purchasing Agent or County legal representative 
shall be null and void, and shall be considered as not having been issued or received. The 
COUNTY reserves the right to enforce the performance of this Contract in any manner 
prescribed by law in case of default and may contract with another party with or without 
competition or further notification to the CONTRACTOR. At a minimum, CONTRACTOR shall 
be required to pay any difference in the cost of securing the services covered by this Contract, or 
compensate for any loss or damage to the COUNTY derived hereunder if it becomes necessary 
to contract with another source because of a default, plus reasonable administrative costs and 
attorney's fees. In the event of termination for default, COUNTY, its agents or representatives, 
shall not be liable for loss of any profits anticipated under this Contract.  
 
C. TERMINATION FOR CONVENIENCE:  COUNTY reserves the right to terminate 
this Contract upon thirty (30) days written notice for any reason deemed by the Commissioners 
Court to serve the public interest, or resulting from any governmental law, ordinance, regulation, 
or court order. In the event of such termination, COUNTY shall pay CONTRACTOR those costs 
directly attributable to work done in preparation for compliance with this Contract prior to 
termination; provided, however, that no costs shall be paid which are recoverable in the normal 
course of the business in which CONTRACTOR is engaged, nor shall COUNTY pay any costs 
which can be mitigated through the sale of supplies or inventories. If COUNTY pays for the cost 
of supplies or materials obtained for use under this Contract those supplies or materials shall 
become the property of COUNTY and shall be delivered to the FOB point shown in this 
Contract, or as designated by the Purchasing Agent. COUNTY shall not be liable for loss of any 
profits anticipated under this Contract.  
 
D. CONTRACTOR QUALIFICATIONS:  CONTRACTOR certifies that he is duly 
qualified, capable, and otherwise bondable business entity, that he is not in receivership or 
contemplates the same, and has not filed for bankruptcy. CONTRACTOR further certifies that 
the corporation does not owe any back taxes within Smith County. CONTRACTOR further 
certifies that he is able and capable of performing this Agreement through his own resources 
without subcontracting or assignment, and that he normally engages in this type of business. 
CONTRACTOR further warrants that he is familiar with all laws, regulations, and customs 
applicable to this type of service.    
 
E. INSURANCE AND LIABILITY:  CONTRACTOR shall maintain during the life of 
this agreement insurance coverage necessary to cover all claims for personal injury, including 
accidental death, as well as from all claims for property damage arising from the operations 
under this contract. The minimum amounts of such insurance shall be as herein set forth. 
CONTRACTOR is required to furnish certificates of insurance prior to the start of work. 
 

1. Amounts of Insurance: Bodily Injury and Accidental Death Liability Insurance including 
auto (both owned and non-owned): Not less than $1,000,000/$1,000,000 Aggregate. 

2. Property Damage Liability Insurance including auto (both owned and non-owned: not 
less than $1,000,000 aggregate.  
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CONTRACTOR shall also be responsible for any other insurance including but not limited 
Worker’s Compensation, or any other insurance required by law. Notices and Certificates of 
Insurance shall be submitted to the Smith County Purchasing Director at the address shown 
herein. The COUNTY shall be named as an additional insured endorsement named by the 
CONTRACTOR’S insurance carrier, as its interest may appear, and said insurance coverage 
must be primary insurance with respect to the COUNTY, its officials, employees, volunteers, or 
agents. Any insurance or self-insurance maintained by COUNTY, its officials, employees, 
volunteers and agents must be excess of all CONTRACTOR’S insurance and must not contribute 
with it. The COUNTY must be provided with a waiver of subrogation as provided herein, and be 
provided with thirty (30) days advance written notice to the County Purchasing Director of 
cancellation or material change to insurance coverage. 
 
F. FUNDING:  Funds for payment of this Agreement have been provided through the 
Smith County budget approved by the County Commissioner’s Court for this fiscal year only. 
State law prohibits the obligation and expenditure of public funds beyond the fiscal year for 
which a budget has been approved. However, the cost of items or services covered by this 
Agreement is considered a recurring requirement and is included as a standard and routine 
expense of Smith County to be included in each proposed budget within the foreseeable future. 
 
G. ALTERNATIVE FOOD MENU AND PRICE OPTIONS: In the event that per inmate 
price exceeds the cost provided in the bid response, CONTRACTOR shall offer a product 
substitution that meets both the current cost and required nutritional value. In the event that an 
appropriate product substitution is not available and a cost redetermination is required; 
CONTRACTOR shall provide notice of a product substitution, at least fifteen (15) days prior to 
any request for a price re-determination, as provided in section I below.  Any menu item change 
must provide the same nutritional value as the item that is being substituted for and must meet 
the calorie intake required by Exhibit A for both adult and juvenile menus.  
 
H. OPTION TO RENEW:  The Agreement term will be for an initial one (1) year period 
with an option to renew for two additional one-year terms for a maximum period of three (3) 
years. Such option to renew shall be exercised in writing solely at the discretion of the Smith 
County Commissioner’s Court, subject to any Price Re-Determination Provisions, if any, 
outlined elsewhere in this Agreement. Option to renew may not cover more than a one (1) year 
period, and the total period of this Agreement, including all extensions.  
 
I. PRICE RE-DETERMINATION: 

 
1. The Price stated in Exhibit A, included herein is firm for six (6) months of service 

beginning the effective date of this agreement. Unit prices for each six (6) month period, 
pursuant to the annual renewal options, may be re-determined each six (6) months during 
the life of this agreement. For the purpose of price redetermination, performance of this 
contract is divided into successive periods. The first period shall extend for six (6) 
months from the effective date of the contract and the second successive period shall 
extend for the remaining six (6) months of the agreement from the end of the last 
preceding period, except that the parties may agree to vary the length of the final period. 
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The first day of the second and each succeeding period shall be the effective date of price 
redetermination for that period. Prior to any request for a price re-determination under 
this section, CONTRACTOR shall provide an alternative product substitution as 
provided by Section III(G) (ALTERNATIVE FOOD MENU AND PRICE OPTIONS). 
Any attempt to negotiate a price re-determination without first seeking an alternative 
product substitution must be approved in writing by the Smith County Sheriff or his 
designated representative.   
 

2. Data submission for price re-determination shall be not more than 60 days before the end 
of each redetermination period.  After compliance with Section III(G) of this Agreement, 
CONTRACTOR shall submit proposed prices for supplies that may be delivered or 
services that may be performed in the next succeeding period, and an estimate and 
breakdown of the costs of these supplies or services in the format approved by Smith 
County Purchasing Department or in any other form on which the parties may agree, 
sufficient data to support the accuracy and reliability of this estimate; and an explanation 
of the differences between this estimate and the original (or last preceding) estimate for 
the same supplies or services; and a statement of all costs incurred in performing this 
contract through the end of the sixth (6th) month before the submission of proposed 
prices in the format agreed to by the parties. CONTRACTOR shall provide sufficient 
supporting data to disclose unit costs and cost trends for supplies delivered and services 
performed; and inventories of work in process and undelivered contract supplies on hand 
(estimated to the extent necessary).  
 

3. If the CONTRACTOR fails to submit the data required by paragraph (H)(2) of this 
section, within the time specified, the Contracting Officer may suspend payments under 
this contract until the data are furnished. If it is later determined that the COUNTY has 
overpaid the CONTRACTOR, the CONTRACTOR shall repay the excess to the 
COUNTY immediately.  
 

4. Unit prices per meal may increase or decrease, but shall remain firm for the entire re-
determination period. The base period for comparison for price re-determination will be a 
six (6) month per inmate, per day average, based on the data provide is paragraph (I)(2) 
of this section. The price re-determination shall not exceed three (3) percent of Consumer 
Price Index, All Urban Consumers (CPS-1), U.S. City Average Food Award From Home 
Index published by U.S. Department of Labor in any one given year. In order to re-
determine the basic meal prices for any subsequent six (6) month period, the following 
procedures shall apply. In the event a re-determination of prices is established, it shall be 
provided by through the issuance of a modification to this Agreement, signed by the 
CONTRACTOR and the Smith County Sheriff or designee stating the re-determined 
prices that will apply during the re-determination period. 
 

5. At no point shall a price re-determination exceed three (3) percent of the Consumer Price 
Index, All Urban Consumers (CPS-1), U.S. City Average Food Award From Home Index 
published by U.S. Department of Labor. Parties shall mutually agree in writing to any 
price re-determination.  
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J. CONTINUITY OF SERVICES:  The CONTRACTOR recognizes that the services 
under this Agreement are vital to the COUNTY and must be continued without interruption and 
that, upon Agreement expiration, another Contractor may continue them. The CONTRACTOR 
agrees, to the extent necessary, to furnish phase-in period and to exercise its best efforts and 
cooperation to effect an orderly and efficient transition to a successor. 
 
K. INSPECTION AND ACCEPTANCE:  This Agreement applies to food services 
provided in the current existing facilities. In the event any Smith County Jail facility or the Smith 
County Juvenile Attention Center is moved into new facilities, the COUNTY may: 

 
1. Make changes to the place of performance or point of meals served, in whole or in part. 
2. Notice of Changes or Changed Conditions shall be issued in writing. The 
 CONTRACTOR shall submit any proposal for adjustment to the Smith County 
 Purchasing Director. 
3. Any proposals for adjustment shall be subject to approval by the Smith County 
 Commissioner’s Court, and failure to agree on an equitable adjustment shall constitute a 
 dispute covered in this Agreement. However, nothing in this clause shall excuse the 
 CONTRACTOR from performance under this Agreement. 

 
IV. GENERAL CONTRACT TERMS AND CONDITIONS 

 
A. CONTRACT: This Agreement, submitted documents, and any negotiations, when 
properly accepted by COUNTY, shall constitute a contract equally binding between the 
CONTRACTOR and COUNTY. No different or additional terms will become part of this 
Agreement with the exception of a change order.  
 
B. CONFLICT OF INTEREST: No public official shall have interest in this Agreement, 
in accordance with the Texas Local Government Code, Chapter 171. 
 
C. CONFIDENTIALITY: To the extent allowed by law, all information disclosed by 
COUNTY to CONTRACTOR for the purpose of the work to be done or information that comes 
to attention of CONTRACTOR during the course of performing such work will be kept strictly 
confidential.  

 
D. CHANGE ORDERS: No oral statement of any person shall modify or otherwise change 
or affect the terms, conditions or specifications stated in this Agreement. All change orders shall 
be made in writing and approved to the Smith County Purchasing Director. 
 
E. ASSIGNMENT: CONTRACTOR shall not sell, assign, transfer, or convey any 
covenants or warranties under this Agreement, in whole or in part, without the prior written 
consent of the Smith County Commissioners Court. CONTRACTOR shall provide the 
COUNTY with thirty (30) days’ notice in the event of a buyout, merger, acquisition, sale, or 
purchase of CONTRACTOR by a third party. 
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F. VENUE: This Agreement will be governed according to the Laws of the State of Texas. 
This Agreement is to be performed in Smith County, Texas. 
 
G. INDEMNIFICATION: Contractor shall defend, indemnify, and hold harmless Smith 
County, its officers, directors, and employees from all suits, actions, or other claims of any 
character, name, and description brought for or on account of any injuries or damages received 
or sustained by any person, persons, or property on account of any negligent act or fault of the 
CONTRACTOR, or of any director, employee, subcontractor, or supplier in the execution of, or 
performance under this Agreement. CONTRACTOR agrees to perform the work and 
performance of this Agreement and Project in accordance with the applicable generally accepted 
standards. CONTRACTOR will use good workmanship and shall demonstrate the degree of care 
and skill commensurate with the CONTRACTOR’S industry. 
 
H. SALES TAX: Smith County is by statute exempt from the State of Texas and Federal 
Excise Tax, therefore, the proposal price included herein shall not include taxes. 
 
I. COMPLIANCE WITH LAWS: CONTRACTOR shall comply with all Federal, State, 
County and local laws governing or covering this type of service. 
 
J. PERFORMANCE OF CONTRACT: The COUNTY reserves the right to enforce the 
performance of this Agreement in any manner prescribed by law or deemed to be in the best 
interest of the COUNTY in the event of breach or default of contract award. 
 
K. INVOICES: Invoices for shall be submitted weekly via email or mail, directly: 

  
Attention Chief John Shoemaker 
Smith County Sheriff’s Office 
227 N. Spring St 
Tyler, Texas  75702 
jshoemaker@smith-county.com 
 

The invoices will reflect: 
1. Name and Address of Contractor. 
2. Detailed breakdown of all charges for the services or products delivered, stating any 

applicable period of time as required by Proposal Specifications. 
3. Invoices shall be based upon actual services rendered and/or products delivered and 

shall reference the Smith County purchase order number. 
 
L. PAYMENT: Payment will be made upon receipt and acceptance by the COUNTY of all 

completed services or products ordered and receipt of a valid invoice, in accordance with the 
Texas Government Code, Chapter 2251. 
 

M. INSURANCE: Before commencing work, CONTRACTOR shall be required, at his own 
expense, to furnish the Smith County Purchasing Director evidence showing coverage as 
required by these specifications within ten (10) days of notification of award. 
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N. EFFECTIVE DATE: The effective date of this agreement and pricing terms shall be 
effective on the 24th day of June, 2024. 
 
O. SEVERABILITY: In the event that any one or more of the provisions of this agreement 
shall for any reason be declared unenforceable under the laws or regulations in force, such 
provision will not have any effect on the validity of the remainder of this agreement, which shall 
then be construed as if such unenforceable provision had never been written or was never 
contained herein. 
 
P. MODIFICATIONS AND UNDERSTANDING OF THE AGREEMENT: This 
instrument contains the entire Agreement between the PARTIES related to the rights herein 
granted and obligations assumed herein, except where other documents are referenced. In the 
event of reference to other documents, those documents are incorporated by reference. In the 
event of any conflict between any referenced documents and this Agreement, the terms and 
conditions of this Agreement shall control. Any oral or written representations or modifications 
concerning this Agreement shall be of no force and effect unless it is a subsequent notification in 
writing, signed by both parties, after appropriate action by the Commissioner’s Court. Articles, 
sections, captions, and headings are inserted only as a matter of convenience and for reference, 
and in no way limit the scope or intent of any provision hereof, nor are they meant to bind the 
COUNTY or CONTRACTOR only to the meaning of such heading. COUNTY’s failure to 
enforce any provision of this Agreement shall not be considered a waiver of that Agreement 
term, regardless of the passage of time. 
 

By their signatures below, the parties to this Agreement represent they have read this 
entire Agreement, fully understand the meaning of each and every term and condition of this 
Agreement, have had the opportunity to consult with an attorney of their own choosing, have 
full authority to enter into this Agreement, and fully agree to comply with all terms and 
conditions of this Agreement. 

 
 EXECUTED this the ____ day of______________, 2025. 
 
 

 
 
 
 
 
 
 
 
 
By: ______________________________________ 

 
Name: ____________________ 



Page 9 of 9 

Title:   Sysco Representative  
Sysco East Texas  

 
     
 
 
 

By: _________________________________ 
Name: Judge Neal Franklin   
Title:   Smith County Judge 
Smith County, Texas 

 
 
 
 
APPROVED AS TO FORM*: 
 
___________________________________ 
Thomas Wilson 
Assistant District Attorney 
Civil Division 



SMITH COUNTY SHERIFF’S OFFICE 

JAIL OPERATIONS - INMATE FOOD 

 

SPECIFICATION FOR FOOD SUPPLIES 

SCOPE AND INTENT: The purpose of this specification is to receive bids for inmate food supplies 
for the Smith County Sheriff’s Office (SCSO). 

APPLICABLE DOCUMENTS: Bidders agree to abide by the Standard Terms and Conditions 
attached to this specification.            

In Submitting a bid, vendor acknowledges that he will comply with all requirements listed below.  

DUE DATE: This bid is due back Friday, June 28, 2024, by 2:00 pm CST. No bids will be accepted 
after that time. Bids will be accepted by email sent to cparsell@smith-county.com.   

 

PRICING SUBMITTAL 

Bidder will be required to enter their bid on the excel spreadsheets provided in the bid request 
email. 

While filling out the bid sheets - please include cents in every price (for example 21.00 not 21). This 
reduces the risk of misunderstanding, or not being able to accurately assess each response.  

Bidders must include their product code number on the bid sheets for each item they bid on. If 
product codes are not listed bid may be rejected. 

Cost plus Bids: All bids are to be submitted on a cost-plus margin pricing structure.  The margin 
shall remain fixed for the duration of the contract.  A bidder will need to enter both their current bid 
price including the bidder’s margin for each item as well as the bidder’s intended fixed margin for 
each item. If the bidder is awarded the bid, then cost sheets shall be included with each invoice or 
at any time requested by Smith County.  In addition, and before a successful bidder is awarded a 
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contract, Smith County may request the previous 90 days of a bidder’s cost history on any item bid 
to demonstrate the pricing stability of an item listed on the bid sheet.    

 

EQUIPMENT 

The bidder who is awarded the bid for coffee will be required to furnish coffee brewing equipment 
as needed in various Smith County offices. 

The Successful bidder will also supply 5 Gallon Beverage Dispensers as needed. Pricing should 
reflect this on the bid sheet. 

 

 

 

CONTRACT PERIOD 

It is the intent of Smith County to award a twelve (12) month contract, effective from date of award 
or notice to proceed as determined by Smith County . At Smith County's option and approval by the 
vendor, the contract may be renewed for an additional two (2), one-year periods, as further 
explained in Renewal Options. Once a contract has been awarded, prices must remain firm for the 
entire term of the contract. The awarded contract will be effective when signed by all parties. 

 

RENEWAL OPTIONS 

Smith County reserves the right to exercise an option to renew the contract of the vendor for an 
additional two (2) one-year periods, provided such an option is agreed upon by both parties. If the 
County exercises the right in writing, the awarded vendor shall update and submit any legal 
documents required no later than thirty (30) calendar days prior to the commencement of the 
option period. These documents, if applicable, will be specified in the Special Conditions and 
include, but are not limited to, Insurance Certificates and Performance Bonds and must be in force 
for the full period of the option. If the updated documents are not submitted by the awarded vendor 
in complete form within the time specified, the County will rescind its option and seek a new 
solicitation. 

A price adjustment may be considered by the County only at the anniversary date of the contract 
and shall be substantiated in writing (e.g., Manufacturer’s direct cost, postage rates, Wage/Labor 
rates, etc.) The County reserves the right to accept or reject any/all price redeterminations as it 
deems in the best interest of the county. 

**All quoted margins are fixed for the duration of the contract. There shall be no increase in bidder 
margin should an extension be granted. 

**If pricing is to change due to supply chain reasons, Smith County Reserves the right to put out to  
open market for a rebid until awarded vendor can supply at bid price. 



 

WAREHOUSE REQUIREMENTS 

All items herein will be maintained by the vendor as stock or be available within 4 hours for delivery 
or a Smith County Representative to obtain through a will-call procedure.  

 

SUBSTITUTIONS 

The successful bidder may substitute an item of equal or better quality for an item ordered, but the 
bidder may charge no more than the last in stock price of the original item ordered, and it must be 
approved before delivery to Smith County.  It is the bidder’s responsibility to inform their route sales 
representatives of any item price changes to meet this condition. 

 

DELIVERY 

Bidders will not be allowed to set purchase or delivery quotas on margins or prices bid.  Orders 
shall be shipped so they will arrive within two (2) days after they are ordered. If items are 
backordered, the vendor must inform the County of such backorder within one (1) business day of 
order. The County may elect to cancel the order or utilize its options with other vendors. 

Any back-ordered items must be made available within three (3) days of the time of backorder 
(original date of receipt). If the backorder cannot be fulfilled within the time frame of this 
requirement, then the County is to be notified, in writing, thus permitting the County to obtain the 
required supplies with another supplier. 

 

DELIVERY SCHEDULE 

Bidders shall deliver supplies to the North Jail Location at 2811 Public Road Tyler, TX 75702. 
Deliveries to the facility shall be made on Wednesday Mornings and Saturday Mornings.  Any 
deviation from this schedule shall be approved by the Kitchen Manager.   

PREPARATION FOR DELIVERY: 

Merchandise will be packaged to arrive clean, in good condition, with no leaking containers, or 
broken or damaged supplies. The boxes will be strong enough to prevent them from coming open 
during shipment. 

Each order shall include a packing slip at time of delivery. Delivery charges or other charges must 
be included in the line price invoiced.  Smith County will not pay a delivery charge, or fuel surcharge 
line item on an invoice.   

 

BID ITEMS 



The list has been shortened to the most common items utilized by the facilities. Although 
additional/different food products may be ordered, we are making you aware of the food items that 
have been most utilized up to this point. We cannot and do not make any guarantees of products 
that may be purchased. Smith County reserves the right to add or delete any items, increase, or 
decrease amounts ordered when deemed to be in the best interest of the County.  The estimated 
annual value of the awarded bid based on the previous three (3) years is $1,800,000 in sales 
volume.   

 

INVOICES 

Bidders will be required to issue credits for overcharges on a weekly basis. If sales representatives 
are not allowed to issue credits, credit deductions for items priced over bid prices will be deducted 
at the time of payment. Your invoices must reflect correct bid pricing. 

 

SPECIAL CONDITIONS  

The winning bidder will be required to provide Smith County with a sales representative that is 
available by phone between the hours of 8am to 5pm Monday through Friday.   

The successful bidder will also be required to process all orders via online submission by Smith 
County.   

It is understood that any person, and all persons who provide services under Contract to the 
County, resulting from this bid, is solely responsible for all services being provided and shall 
provide insurance to cover against all losses incurred by the proposer's employees and or 
equipment during the course of the Contract. Minimum insurance requirements: 

a. Worker’s Compensation – statutory (see TWCC rule 110.110) 
b. Employer’s liability - $500,000 
c. Comprehensive Commercial Liability 

Bodily Injury/Personal Injury - $1,000,000 per occurrence, $2,000,000 aggregate 
Property Damage - $500,000 

d. Auto Liability –  
Bodily Injury - $500,000 per person, $1,000,000 per accident 
 Property - $500,000 per accident 
 
Smith County shall be listed as additional insured. It is the responsibility of the contractor 
to update their Certificate of Liability Insurance with the County every year.  Certificates are 
to be emailed to cparsell@smith-county.com. 

 

SELECTION PROCESS 

Smith County will award the bid based on an objective analysis process.  This process will consist 
of Smith County building a sample menu containing 1 breakfast, 1 lunch, and 1 dinner.  The sample 
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menu will be the same for all bidders.  To evaluate each bidder’s response, each bidder’s current 
price will be used to calculate the total cost of the sample menu day.  If a bidder is not able to abide 
by all other conditions set forth in this request, the bidder’s submission will be disqualified.    

***PLEASE NOTE: All food items may NOT contain pork or pork products unless specified in the 
description. 

For example: diced pork or pulled pork. 

Bid Price Sheet: 

See attached excel spreadsheet for items/categories for bid pricing. 

Screenshot for reference:  Contained in the email request there is a Spreadsheet to be filled out. 
This is an example reference only.   



Product Number Brand Pack Size Unit Size Descripiton Current Bid Price Margin % Category 
5074810 SYSCO IMPERIAL 1 50 LB Dry Prewahsed Pinto Bean $45.09 10.05% Canned & Dry
1352869 MISSION FOODS 24 12 CT 4.5" Tortilla $31.65 10.05% Canned & Dry
2603005 SYSCO CLASSIC 72 4 OZ Applesauce $39.08 10.05% Canned & Dry
4008355 SYSCO RELIANCE 4 1 GAL Barbecue Sauce $47.46 10.05% Canned & Dry
4099107 SYSCO CLASSIC 1 20 LB Blackeyed Pea Dry Prewashed $25.63 10.05% Canned & Dry
8558215 SYSCO IMPERIAL 6 15 OZ Brown Gravy Mix $28.05 10.05% Canned & Dry
2182388 SYSCO RELIANCE 6 #10 Canned Peaches $63.78 10.05% Canned & Dry
4053435 CHEF MATE 6 #10 Chili $89.15 10.05% Canned & Dry
653685 MARGARET HOLMES VEGGIES 6 #10 Chopped Spinach $41.71 10.05% Canned & Dry

6034201 ALLENS (CAN & DRY) 6 #10 Collard Greens $39.68 10.05% Canned & Dry
1242439 SYSCO RELIANCE 6 5 LB Complete Brownie Mix $34.77 10.05% Canned & Dry
5301627 SYSCO RELIANCE 6 5 LB Complete Yellow Cake Mix $30.48 10.05% Canned & Dry
6964243 CMC FOODS 1 50 LBS Cornbread Mix $27.16 10.05% Canned & Dry
7404619 CASA SOLANA CLASSIC 6 30 OZ Dehydrated or canned refried beans $25.30 10.05% Canned & Dry
4030870 SYSCO CLASSIC 6 #10 Diced Peas and Carrots $56.24 10.05% Canned & Dry
7142747 CASA SOLANA CLASSIC 12 28 OZ Diced Tomato with Green Chiles $26.27 10.05% Canned & Dry
3990686 SYSCO IMPERIAL 6 28 OZ Dry Cream Base Soup Mix $46.48 10.05% Canned & Dry
4231528 SYSCO CLASSIC 1 25 LB Dry Powdered Non Fat Milk $65.86 10.05% Canned & Dry
4782694 SYSCO CLASSIC 1 50 LB Granulated Sugar $45.89 10.05% Canned & Dry
4675138 SYSCO CLASSIC 6 3.55LB Instant Mashed Potatoes $67.17 10.05% Canned & Dry
1854926 SYSCO CLASSIC 1 50 LB Light Brown Sugar $55.81 10.05% Canned & Dry
4112926 SYSCO CLASSIC 6 #10 Mixed Vegetables $45.37 10.05% Canned & Dry
4309357 PACKER 6 #10 Mushroom Stems & Pieces $64.06 10.05% Canned & Dry
2870806 SYSCO CLASSIC 12 12 OZ Oatmeal Cookies $23.81 10.05% Canned & Dry
4591622 FIELDSTONE 8 24 CT Oatmeal Cream Pies $43.61 10.05% Canned & Dry
4290049 SYSCO IMPERIAL 6 17 OZ Pan Coating $20.53 10.05% Canned & Dry
4008769 SYSCO RELIANCE 4 1 GAL Pancake and Waffle Syrup $43.44 10.05% Canned & Dry
4671350 SYSCO IMPERIAL 1 25 LB Parboiled Rice $20.56 10.05% Canned & Dry
5204544 ARREZZIO CLASSIC 2 10 LB Pasta Macaroni Elbow $30.62 10.05% Canned & Dry
4009189 SYSCO CLASSIC 6 5 LB Peanut Butter $55.81 10.05% Canned & Dry
5771381 SYSCO RELIANCE 6 1.5 LB Peppered Cream Gravy Mix $25.73 10.05% Canned & Dry
4933966 SYSCO IMPERIAL 6 29 OZ Powder Cheddar Cheese Mix $77.04 10.05% Canned & Dry
2964401 QUAKER 8 5 LB Quick Grits $26.11 10.05% Canned & Dry
6561138 GILSTER MARILEE 1 50 LB Quick Oats $56.58 10.05% Canned & Dry
4010807 SYSCO IMPERIAL 1 30 LB Raisins $60.99 10.05% Canned & Dry
4002457 SYSCO RELIANCE 1 30 LB Salad Dressing $35.44 10.05% Canned & Dry
4540373 SYSCO CLASSIC 1 25 LB Salt $6.71 10.05% Canned & Dry
4257986 SYSCO RELIANCE 6 #10 Sliced Carrots $40.49 10.05% Canned & Dry
5096441 SYSCO IMPERIAL 6 #10 Tomato Sauce $34.05 10.05% Canned & Dry
4125250 WHOLESOME FARMS CLASSIC 6 5 LB BIB Scrambled Egg Mix $38.00 10.05% Dairy

13490 WHOLESOME FARMS CLASSIC 25 .5 PT Milk 2% Reduced Fat $9.96 10.05% Dairy
5164175 SYSCO CLASSIC 30 1 LB Margarine $29.89 10.05% Dairy
5228885 SAHARA BURST 12 8.6 OZ Lemonade Drink Mix No Calorie $17.33 10.05% Beverage 
4609723 SYSCO CLASSIC 2 5 LB Turkey Frank $19.71 10.05% Frozen
4407233 EGGO WAFFLES 12 12 CT Waffle $19.78 10.05% Frozen
6988166 SYSCO CLASSIC 12 2.5 LB Broccoli $28.59 10.05% Frozen
5243718 TONYS (SCHWANS) 96 4.48OZ Pepperoni Pizza Squares $53.33 10.05% Frozen
6997896 EL MONTEREY (BURRITOS) 8 8 CT Burrito Beef & Bean 4 Oz $40.29 10.05% Frozen
5020266 SYSCO IMPERIAL 6 6 LB Potato Hash Brown Diced $57.85 10.05% Frozen
8386815 BAKER'S SOURCE CLASSIC 10 24OZ Whole Wheat Bread Sliced $24.87 10.05% Frozen
7223093 BAKER'S SOURCE CLASSIC 6 32 CT .75 oz  Par Baked Dinner Roll $31.02 10.05% Frozen
2353237 FIRE RIVER FARMS CLASSIC 80 4 OZ Beef Patty 80/20 4 oz $102.40 10.05% Meats
6290399 ADVANCE (NON-PROP) 160 1 OZ Steak Finger Breaded Fried $52.06 10.05% Meats
7792187 SYSCO CLASSIC 4 10 LB Chicken Thigh Boneless Skinless $99.00 10.05% Poultry
5393442 SYSCO CLASSIC 1 10# Sausage Turkey Patty 2 oz $28.26 10.05% Poultry
7268279 SYSCO CLASSIC 4 5 LB Turkey Ground Mechanically Separated $19.81 10.05% Poultry
3522794 BAKER'S SOURCE IMPERIAL 216 2.2 OZ Frozen Biscuit Dough $43.16 10.05% Frozen
427021 BUTTERBALL (POULTRY) 2 5 LB Diced Turkey Meat Cooked $31.91 10.05% Poultry

4812400 BLOCK & BARREL CLASSIC 2 5-6#AV Turkey Bologna $2.21 10.05% Poultry
8475695 TYSON RED LABEL 2 5LB Chicken Breast Patty Breaded $21.68 10.05% Poultry
1008473 IMPERIAL FRESH 1 50 LB Potato Baking Idaho 100 Count Fresh $16.18 10.05% Produce
1675701 IMPERIAL FRESH 4 5 LB Cabbage Green Shredded Fresh In Bag $23.25 10.05% Produce
1158542 PROPACK 1 40 LB Banana Fresh $23.25 10.05% Produce
1917509 SYSCO CLASSIC 1 10 LB Mini Corn Dogs (No Stick)(All Meat Ok) $44.47 10.05% Frozen
8415354 TYSON RED LABEL 2 5 lb Chicken Strips Breaded Fried $26.35 10.05% Poultry
5932114 CITAVO CLASSIC 96 1.5 OZ Coffee Filter Pack $65.07 10.05% Beverage

5 Gallon Beverage Dispensor 10.05% Beverage Dispensor 
7116694 BAKER'S SOURCE CLASSIC 12 12 CT Hot Dog Buns $33.76 10.05% Frozen

2025 Sysco Foods Bid Response 
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SMITH COUNTY COMMISSIONERS COURT 
AGENDA ITEM REQUEST FORM 

Note: This is the only form required for agenda requests, with the exception of backup materials or attachments. This form should be 
completed and emailed to Agenda@smith-county.com and include any necessary attachments. Deadline is Tuesday at 5:00pm a week 
before the next scheduled Commissioners Court meeting.  Please make sure the requested agenda item has been proactively vetted 
with the appropriate reviewing individuals and obtained their signature as reviewed. Regular Court Meetings are at 9:30am on 
Tuesdays each week. 

Office Use Only         
Agenda Item # ________ 

Submission Date:   Submitted by: 
Meeting Date:   Department: 

Item Requested is:  For Action/Consideration          For Discussion/Report 

Title: 

Agenda Category:   Briefing Session 
 Court Orders                     
 Presentation               

  Recurring Business   
 Resolution 
 Executive Session 

Agenda Wording: 

Background: 

Financial and Operational Impact: 

Attachments:  Yes No Is a Budget Amendment Necessary? Yes No 

 Does Document Require Signature?   Yes No 

Return Signed Documents to the following: 
Name: Email: 
Name: Email: 
Name: Email: 
Name: Email: 

03/27/2025 T. Wilson

04/01/2025 241st District Court 

Indigent Defense Contract

Consider and take necessary action to approve contracts for legal services for indigent 
criminal defendants for John Jarvis, 241st District Court pursuant to the Texas Code of 
Criminal Procedure, Article 26.04. 

John Jarvis has agreed to provide Indigent Defense for the 241st District Court along with 
the 475th District Court. The Term for the 241st begins on 04/01/2025 and will end on 
September 30, 2025

$60,000.00 for the remaining FY.

Judge Gunter DGunter@smith-county.com

John Jarvis john@jarvis.biz

✔

✔ ✔

✔

SUBMIT
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CONTRACT FOR LEGAL SERVICES 

FOR INDIGENT CRIMINAL DEFENDANTS 
 

This Contract is authorized by Texas Code of Criminal Procedure 26.04 and the Texas 
Administrative Code Title 1, Part 8, chapter 174, and is made by and between the parties identified 
below for the purpose of providing legal services to indigent defendants in the criminal courts of 
Smith County, Texas. 
 
NOW THEREFORE, the Parties agree as follows: 
 
1.  Parties. The Parties are the Appointing Authority, Contracting Authority, and Contractor. 
 
2. Appointing Authority shall mean the Honorable Judge of the 241st Judicial District Court 

of Smith County, who has authority to establish an indigent defense plan and approve 
attorneys to represent indigent defendants in criminal cases under Article 26.04, Code of 
Criminal Procedure. 

 
3. Contracting Authority shall mean Smith County, Texas, acting by and through it’s duly 

elected County Judge and Commissioners Court. 
         
4. Attorney shall mean John Jarvis. 
 
5. Term. The term of this contract shall be for six months beginning on April 1, 2025 and 

ending on September 30, 2025, unless sooner terminated as set forth herein. 
 
6. Compensation. Attorney will receive a monthly sum of Ten Thousand and no/100 Dollars 

($10,000.00) for the six (6) month term of this agreement totaling Sixty Thousand and 
no/100 Dollars ($60,000.00) for the term of the contract, unless the Contract is terminated 
sooner. 

 
7. Payment of Compensation.  No attorney payments shall be made until the attorney has 

completed an itemized voucher that has been approved by the Appointing Authority.  
Upon approval of an itemized voucher, the Appointing Authority shall submit the approved 
voucher to the Office of the Smith County Auditor for normal accounts payable processing.  

 
8. Attorney Qualifications. By signing this Contract, Attorney represents to the Appointing 

Authority that he or she meets the following minimum qualifications: 
 

a. maintains the minimum qualifications to practice law in the State of Texas and will 
immediately inform the Appointing Authority of any change in status with the State  
Bar of Texas; 

 b. is familiar with the Texas Penal Code, the Texas Code of Criminal Procedure, the 
Texas Rules of Evidence, Texas Disciplinary Rules of Professional Conduct, Texas 
case law and the local rules of practice for the criminal courts of Smith County, 
Texas; 

c. consistently demonstrates commitment to providing effective assistance of counsel 
and quality representation to criminal defendants; 
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d. consistently demonstrates professionalism, proficiency, and reliability in 

representing criminal defendants, and in dealing with the courts and opposing 
counsel; 

 e. is of sound mind, as well as good moral and ethical character; 
f. has not been sanctioned by a court for failure to appear; 
g. has not been sanctioned by a court for any type of unprofessional conduct or 

abusive conduct; 
 h. maintains his or her principal office in Smith County (A principal office is the 

commercial location where the attorney conducts the majority of his or her criminal 
law practice, and does not include a post office address);  

i. maintains a secretary, receptionist, answering service or daily monitored answering 
machine or voice mail system at his or her principal Smith County office; 

 j. maintains a current listing in the Tyler, Texas telephone book and/or in directory 
assistance; 

 k. maintains a functioning fax machine on a dedicated telephone line or an e-mail 
address, available 24 hours a day and monitored on a daily basis; 

 l. files with the Appointing Authority a complete, accurate sworn “Application for 
Felony Court-Appointments,” including all required attachments; and 

 m. Attorney qualifications shall equal or exceed the qualifications provided in the 
Indigent Defense Plan. 

 
9. Caseload. Attorney may handle up to a maximum of 200 cases, including felonies and 

applications to revoke probation or proceed to final adjudication in felony cases, per year. 
If Attorney is appointed to 200 cases in any contract term, Attorney shall be required to 
notify the Appointing Authority immediately so that Attorney will not receive further 
appointments. This Contract shall include appointments for representation in First, Second, 
Third, and State Jail Felonies, but shall not include appointment for representation in 
capital felonies. 

 
10. Compensation for Expenses. Counsel appointed to represent indigent defendants shall be 

reimbursed for reasonable and necessary expenses, including expenses for investigation 
and for mental health and other experts without prior court approval and same shall be 
reimbursed in accordance with Article 26.05(d) and Article 26.052(h) of the Texas Code 
of Criminal Procedure. Expenses incurred with prior court approval shall be reimbursed in 
accordance with Article 26.05(d) and Article 26.052(f) and (g) of the Texas Code of 
Criminal Procedure according to the following procedures: 

 
 a. Procedure for Prior Court Approval of Expenses. Appointed counsel shall file with 

the court a pretrial request for advance payment of investigative and/or expert 
witness expenses to investigate potential defenses. In the discretion of the attorney, 
this request may be filed as an ex parte confidential request. 

 b.  The request for approval of expenses must state the type of investigation to be 
conducted or the type of expert witness to be retained, must set out specific facts 
that suggest the investigation will result in admissible evidence or that the services 
of an expert witness are reasonably necessary to assist in the preparation of a 
potential defense, and shall include an itemized list of anticipated expenses for each 
investigator and/or expert witness. The judge shall grant the request for payment of 
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expenses in whole or in part as far as the request is reasonable. If the judge denies 
the request in whole or in part, the judge shall state the reason for the denial in 
writing, attach the denial to the request, and submit the request and denial as a 
sealed exhibit to the record. 

 
11. Independent Contractor. Attorney is not an employee of the Contracting Authority or the 

Appointing Authority. At most, Attorney is an independent contractor who shall complete 
the requirements of this Contract by Attorney’s own means and methods of work, and in 
accordance with the Attorney’s professional legal judgment, which shall be in the exclusive 
charge and control of the Attorney, and is not subject to control or supervision of the 
Appointing Authority or the Contracting Authority, except as specified in this Contract.  
ANY DEFENDANT IS THE CLIENT OF THE ATTORNEY - NOT THE CLIENT OF 
EITHER THE CONTRACTING AUTHORITY OR THE APPOINTING AUTHORITY. 
IT IS THE DUTY OF THE ATTORNEY AT ALL TIMES TO PROVIDE COMPETENT, 
ZEALOUS LEGAL SERVICES TO EACH CLIENT IN ACCORDANCE WITH 
RESPONSIBILITIES UNDER TEXAS LAW, INCLUDING BUT NOT LIMITED TO 
THE TEXAS CODE OF CRIMINAL PROCEDURE AND THE TEXAS 
DISCIPLINARY RULES OF PROFESSIONAL CONDUCT. 

 
12. Standard of Performance. Attorney shall, for the consideration expressed above, provide 

legal services to each person for whom he or she is appointed, as follows:  
 
 a. Provide quality, effective, competent, zealous legal representation to all clients in 

a professional, skilled manner consistent with the attorney’s responsibilities under 
the Texas Disciplinary Rules of Professional Conduct, the Texas Code of Criminal 
Procedure, and all applicable laws. 

 b. Make every reasonable effort to contact any court-appointed client not later than 
the end of the first working day after the date on which the attorney is appointed 
and to interview the defendant as soon as practicable after the attorney is appointed. 

 c. Ensure continuity of representation of the client unless relieved or replaced in 
accordance with Texas Code of Criminal Procedure article 26.04(j)(2). 

 d. Attorney shall not assign, subcontract, or delegate any part of the services to be 
provided by the Attorney under this Contract. 

 e. Attorney shall not accept any payments from a client or third-party for legal 
services provided in a case assigned under this Contract. 

 f. Attorney shall not release confidential attorney-client information or work product 
related to any case assigned under this Contract, except when authorized by the 
Texas Disciplinary Rule of Professional Conduct. 

 g. Attorney shall not represent any defendant when to do so would create a conflict of 
interest. In the event of a conflict of interest, Attorney shall present evidence to the 
Appointing Authority, and if so ordered, be allowed to withdraw from 
representation of that defendant. 
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13. Continuing Requirements. In addition to the foregoing qualifications and performance 

standards, Attorney shall: 
 
 a. Submit a monthly report to be approved by the Appointing Authority, in 

accordance with Texas Code of Criminal Procedure 26.05. The report must 
include the number of cases disposed of in the previous month and the types of 
cases as well as the number of cases currently open and assigned by the courts. 

 b. Submit an annual report regarding percentage of practice time dedicated to 
appointed cases in Smith County. The report shall be in the form attached hereto 
as Exhibit A. 

 c. Maintain the minimum qualifications to practice law in the State of Texas and 
must immediately inform the Appointing Authority of any change in the status of 
the Attorney’s law license. Upon request, Attorney shall provide Appointing 
Authority with proof of licensure in good standing. 

 
14.  Termination of Contract. This Contract may be terminated by the Appointing Authority 

for good cause, including but not limited to the following: 
 
 a. Appointing Authority may terminate this Contract if Attorney closes his active 

office for the practice of law in Smith County, Texas. 
 b. Appointing Authority may terminate this Contract if Attorney fails to perform the 

duties set forth in this Contract. Such failure shall be supported by judicial 
findings of that failure. 

 c. Attorney may terminate this Contract if Contracting Authority fails to make 
timely payments as specified herein. 

 d. Attorney may terminate this Contract if, for reasons beyond the control of 
Attorney, Attorney is unable to perform the duties required hereunder. 

 e. The Appointing Authority and Attorney may mutually terminate the Contract for 
force majeure or any change in the applicable or authorizing law, which renders 
the Contract moot. 

 
15. Effect of Termination Upon the Attorney-Client Relationship. The attorney-client 

relationship commences upon the appointment of Attorney to represent any person under 
this Contract. In the event of termination of the Contract, the attorney-client relationship 
shall continue until the conclusion of the matter for which Attorney was appointed. 
Appointing Authority, Contracting Authority, and Attorney agree that compensation paid 
during the term of the Contract shall be adequate consideration for all services to be 
performed pursuant to the Contract, including the conclusion of any representation 
described in this paragraph. In the event that Attorney is no longer able or is legally not 
qualified to conclude such matter, the Appointing Authority shall consider whether the 
client remains indigent, and if so, make such other appointment as may be necessary to 
provide effective legal representation for the indigent person. 

 
16. Disputes. Venue of any dispute arising under or with regard to this Contract shall be in a 

court of competent jurisdiction in Smith County, Texas. 
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17. Providing false information in an application for appointment under this Contract shall be 

grounds for immediate termination of the Contract. 
 
18. Falsification of any report, billing documentation or other submission by the Attorney will 

be grounds for immediate termination of the Contract. In addition, such actions may subject 
the Attorney to professional discipline and/or criminal prosecution. 

 
 
 
 
 
___________________________________________ 
Honorable Judge Debby Gunter  Date 
 
 
 
___________________________________________ 
Honorable Judge Neal Franklin  Date 
 
 
 
___________________________________________ 
John Jarvis     Date 
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SMITH COUNTY COMMISSIONERS COURT 
AGENDA ITEM REQUEST FORM 

Note: This is the only form required for agenda requests, with the exception of backup materials or attachments. This form should be 
completed and emailed to Agenda@smith-county.com and include any necessary attachments. Deadline is Tuesday at 5:00pm a week 
before the next scheduled Commissioners Court meeting.  Please make sure the requested agenda item has been proactively vetted 
with the appropriate reviewing individuals and obtained their signature as reviewed. Regular Court Meetings are at 9:30am on 
Tuesdays each week. 

Office Use Only         
Agenda Item # ________ 

Submission Date:   Submitted by: 
Meeting Date:   Department: 

Item Requested is:  For Action/Consideration          For Discussion/Report 

Title: 

Agenda Category:   Briefing Session 
 Court Orders                     
 Presentation               

  Recurring Business   
 Resolution 
 Executive Session 

Agenda Wording: 

Background: 

Financial and Operational Impact: 

Attachments:  Yes No Is a Budget Amendment Necessary? Yes No 

 Does Document Require Signature?   Yes No 

Return Signed Documents to the following: 
Name: Email: 
Name: Email: 
Name: Email: 
Name: Email: 

03/25/2025 KAREN NELSON

04/01/2025 ROAD & BRIDGE

Plats

Consider and take necessary action to authorize the County Judge to sign the: 
a. Final Plat for the Stottern Addition, Precinct 3; and 
b. Re-Plat for the Cumberland Ridge Subdivision, Unit 5,  Precinct 1

See attached.  

✔

✔ ✔

✔

SUBMIT



C 

0 

·;;;
Ill 

t: 
:s 
0 

0 
.. ... 
0 ·.:::

At Completion of 

Construction 
R/W Accepted as 

County Road by 

Subdivision Name: S\-o .\. � V\ oJ Ai t Id A

Adjacent Road: Couv\ t-lj (Lc,0\6. <-f 6 2

Developer: Nb,Jb M
c,.. v+-1 (\ Phone: qo 3- s 69- l/ 2 C\o 

I co 
email: f!'Ol,.\-�es�o.d·"'""@'�' Fax: _____ _ 

Surveyor: JJ)S .5lft"\.f0i, &\ Phone: qo 3-C\63-'23 3 3
' '""j �l \ ,(011"'\ 

email: )o.,c..e .sco., bv-ovf)'1 @_,12)· Fax: _____ _
Roadway Length: ·- ----''--- ----ft. (centerline_,_) ___ _ -

Date and Initial when received 

Item Resub/Lot Line 
No Roads With Roads 

Adjustment 

Preliminary Plat (2 copies) Not Required 

Preliminary Plat Approved Not Required 

Final Plat (mylar & 3 prints) v 
�-ao-as �,B

Plat Fee $25 '3 ✓ �l"l-dl'S S.c; 
$250

Construction Bond 
Not Required Not Required 

($20 /ft.) , 

Testing Fee ($1.50/ft with Curb Not Required Not Required 
& Gutter $1/ft without) 

✓ 
911 Clearance Letter 3-c))o-as s 6
Designated Rep. (Pledger) 

See notes below v 

1�-at.h�5'& B Clearance Letter 

✓ Tax Certificate 
3-ao-as�.B

Plans and Specifications (2 
Not Required Not Required

copies) 
TCEQ Permit for Dam (if lake or 

pond present) 
Flood Plain Development 

$100 $100 $100 
Permit & Fee (if reQuired) 

Final Inspection Not Required Not Required 

Maintenance Bond ($30/ft.) Not Required Not Required 

jmacmillan
Line

jmacmillan
Line

jmacmillan
Line

jmacmillan
Line





jmacmillan
Line

jmacmillan
Line
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SMITH COUNTY COMMISSIONERS COURT 
AGENDA ITEM REQUEST FORM 

Note: This is the only form required for agenda requests, with the exception of backup materials or attachments. This form should be 
completed and emailed to Agenda@smith-county.com and include any necessary attachments. Deadline is Tuesday at 5:00pm a week 
before the next scheduled Commissioners Court meeting.  Please make sure the requested agenda item has been proactively vetted 
with the appropriate reviewing individuals and obtained their signature as reviewed. Regular Court Meetings are at 9:30am on 
Tuesdays each week. 

Office Use Only         
Agenda Item # ________ 

Submission Date:   Submitted by: 
Meeting Date:   Department: 

Item Requested is:  For Action/Consideration          For Discussion/Report 

Title: 

Agenda Category:   Briefing Session 
 Court Orders                     
 Presentation               

  Recurring Business   
 Resolution 
 Executive Session 

Agenda Wording: 

Background: 

Financial and Operational Impact: 

Attachments:  Yes No Is a Budget Amendment Necessary? Yes No 

 Does Document Require Signature?   Yes No 

Return Signed Documents to the following: 
Name: Email: 
Name: Email: 
Name: Email: 
Name: Email: 

04/01/2025 Karen Nelson

03/26/2025 Road & Bridge

Utility Permit

Receive pipe and/or utility line installation request (notice only): 
a. County Road 184, Atmos Energy Corporation, install culvert, Precinct 1, 
b. County Road 217, Charter-Spectrum, install aerial fiber optic cable, underground conduits, vaults and pedestals, Precinct 3, 
c. County Road 21, 233 and 234, Charter-Spectrum, install underground fiver optic cable, vaults and pedestals, Precinct 3, 
d. County Road 245 N, 3111 N, 3112 N, 3185 N, 3200 and 3207, Charter-Spectrum, install underground fiber optic cable, vaults and pedestals, Precinct 3, 
e. County Road 236, 246, 26, 2305, 235, 233, 234, Charter-Spectrum, install underground fiber optic cable, vaults and pedestals, Precinct 3, 
f. County Road 246, 244, 26, 3211, 3199, 217 and 29, Charter-Spectrum, install underground fiber optic cable, vaults and pedestals, Precinct 3; and 
g. County Road 178, Lawley Contracting LLC, install underground fiber optic cable with pedestal, Precinct 1

See attached. 

✔

✔ ✔

✔

SUBMIT
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SMITH COUNTY COMMISSIONERS COURT 
AGENDA ITEM REQUEST FORM 

Note: This is the only form required for agenda requests, with the exception of backup materials or attachments. This form should be 
completed and emailed to Agenda@smith-county.com and include any necessary attachments. Deadline is Tuesday at 5:00pm a week 
before the next scheduled Commissioners Court meeting.  Please make sure the requested agenda item has been proactively vetted 
with the appropriate reviewing individuals and obtained their signature as reviewed. Regular Court Meetings are at 9:30am on 
Tuesdays each week. 

Office Use Only         
Agenda Item # ________ 

Submission Date:   Submitted by: 
Meeting Date:   Department: 

Item Requested is:  For Action/Consideration          For Discussion/Report 

Title: 

Agenda Category:   Briefing Session 
 Court Orders                     
 Presentation               

  Recurring Business   
 Resolution 
 Executive Session 

Agenda Wording: 

Background: 

Financial and Operational Impact: 

Attachments:  Yes No Is a Budget Amendment Necessary? Yes No 

 Does Document Require Signature?   Yes No 

Return Signed Documents to the following: 
Name: Email: 
Name: Email: 
Name: Email: 
Name: Email: 

Jennafer Macmillan

Weekly Auditor

Weekly Bill Pay

Consider and take necessary action to approve and/or ratify payment of accounts, 
bills, payroll, transfer of funds, amendments, and health claims.

✔

✔

✔

SUBMIT
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SMITH COUNTY COMMISSIONERS COURT 
AGENDA ITEM REQUEST FORM 

Note: This is the only form required for agenda requests, with the exception of backup materials or attachments. This form should be 
completed and emailed to Agenda@smith-county.com and include any necessary attachments. Deadline is Tuesday at 5:00pm a week 
before the next scheduled Commissioners Court meeting.  Please make sure the requested agenda item has been proactively vetted 
with the appropriate reviewing individuals and obtained their signature as reviewed. Regular Court Meetings are at 9:30am on 
Tuesdays each week. 

Office Use Only         
Agenda Item # ________ 

Submission Date:   Submitted by: 
Meeting Date:   Department: 

Item Requested is:  For Action/Consideration          For Discussion/Report 

Title: 

Agenda Category:   Briefing Session 
 Court Orders                     
 Presentation               

  Recurring Business   
 Resolution 
 Executive Session 

Agenda Wording: 

Background: 

Financial and Operational Impact: 

Attachments:  Yes No Is a Budget Amendment Necessary? Yes No 

 Does Document Require Signature?   Yes No 

Return Signed Documents to the following: 
Name: Email: 
Name: Email: 
Name: Email: 
Name: Email: 

Jennafer Bell

Sheriff Office

Smith County Jail Update

Receive report on status of Smith County jail operations, inmate population, employee 
overtime, and employee vacancies.

See attached. 

NA

✔

✔ ✔

✔

SUBMIT
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Note: This is the only form required for agenda requests, with the exception of backup materials or attachments. This form should be 
completed and emailed to Agenda@smith-county.com and include any necessary attachments. Deadline is Tuesday at 5:00pm a week 
before the next scheduled Commissioners Court meeting.  Please make sure the requested agenda item has been proactively vetted 
with the appropriate reviewing individuals and obtained their signature as reviewed. Regular Court Meetings are at 9:30am on 
Tuesdays each week. 

Office Use Only         
Agenda Item # ________ 

Submission Date:   Submitted by: 
Meeting Date:   Department: 

Item Requested is:  For Action/Consideration          For Discussion/Report 

Title: 

Agenda Category:   Briefing Session 
 Court Orders                     
 Presentation               

  Recurring Business   
 Resolution 
 Executive Session 

Agenda Wording: 

Background: 

Financial and Operational Impact: 

Attachments:  Yes No Is a Budget Amendment Necessary? Yes No 

 Does Document Require Signature?   Yes No 

Return Signed Documents to the following: 
Name: Email: 
Name: Email: 
Name: Email: 
Name: Email: 

03/28/2025 T. Wilson

04/01/2025 Commissioners Court

Executive Session - Claim LE20242007-1

Executive Session: 
SECTION 551.071 – CONSULTATION WITH ATTORNEY 
Deliberation and consultation with attorney regarding pending or contemplated litigation in Texas Associations of 
Counties, Law Enforcement Claim Number LE20242007-1. 

Due to previous representation, this waiver is necessary for outside counsel. 

✔

✔

SUBMIT
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Note: This is the only form required for agenda requests, with the exception of backup materials or attachments. This form should be 
completed and emailed to Agenda@smith-county.com and include any necessary attachments. Deadline is Tuesday at 5:00pm a week 
before the next scheduled Commissioners Court meeting.  Please make sure the requested agenda item has been proactively vetted 
with the appropriate reviewing individuals and obtained their signature as reviewed. Regular Court Meetings are at 9:30am on 
Tuesdays each week. 

Office Use Only         
Agenda Item # ________ 

Submission Date:   Submitted by: 
Meeting Date:   Department: 

Item Requested is:  For Action/Consideration          For Discussion/Report 

Title: 

Agenda Category:   Briefing Session 
 Court Orders                     
 Presentation               

  Recurring Business   
 Resolution 
 Executive Session 

Agenda Wording: 

Background: 

Financial and Operational Impact: 

Attachments:  Yes No Is a Budget Amendment Necessary? Yes No 

 Does Document Require Signature?   Yes No 

Return Signed Documents to the following: 
Name: Email: 
Name: Email: 
Name: Email: 
Name: Email: 

3/28/2025 Jennafer Bell

4/1/2025 Commissioners Court 

Claim LE20242007-1

Open Session 
Consider and take necessary action to approve a waiver pursuant to Texas Disciplinary Rules of 
Professional Conduct, 1.06. 

✔

✔

SUBMIT
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